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ABSTRACT 

Multicast routing protocols in the networks are inefficient to 
handle high priority traffic, network congestion, excessive 
processing of control information and retransmission 
procedures. Gossiping routing protocol is suitable and 
controlled form of reducing the overhead of routing protocols 
for forwarding a message. Gossiping protocol is characterized 
by each node randomly choosing to exchange information 
with another node. Modified Gossip has been considered as a 
scalable broadcast solution, considering destination node in 
wireless network. In this paper, we analyse Gossiping 
protocol and compare the performance of Gossiping and 
Modified Gossiping protocol, using new operating system 
TOSSIM, is a widely used operating system for modern 
wireless sensors. The protocols are simulated by TOSSIM and 
comparison results between the protocols are shown by 
different graphs 
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1. INTRODUCTION 
Gossiping is implemented as a suitable and controlled form of 

flooding. Messages are propagated independently through the 

network with less congestion in the wireless medium. 

Gossiping routing protocol is reducing the overhead of routing 

protocols for forwarding a message and widely used for 

distributed protocol design. Gossiping may be of either 

uniform gossip or non-uniform gossip [1]. In uniform 

gossiping each node chooses its partner uniformly and 

randomly from all other neighbor node. Non-uniform 

gossiping is based on considerations of proximity and network 

topology. In gossiping based approach, each node forwards a 

message with probability to reduce the over-head of the 

routing protocols [2].The topological characteristics of the 

network have a global impact on suitability of gossip 

parameters. Several gossip based multicast protocols such as 

SRM, RMTP and PGM have been proposed to improve 

robustness of the networks. NACK based protocols are not 

suitable for networks where routes are changing rapidly. 

Gossip provide probabilistic reliability in wired networks well 

matched to theneeds of ad-hoc networks, since it is a 

controlled form of flooding with less congesting the medium 

and independent of topology. But the comparative 

performance analysis of the gossiping multicast protocols has 

not been done. We analyze in this paper the, packet delivery, 

mobility of gossip based multicast protocols and provide 

performance analysis of protocols having different 

characteristics in Modified Gossiping. The Gossiping and 

Modified Gossiping protocols were simulated by new 

language TinyOS compared the efficiency of the protocols 

that has been shown in different graphs. 

 

2. RELATED WORK 
The applications of the WSNs in military surveillance are 

very important and other areas on [3, 4, 5]. In [6] J.Haas et. al. 

proposed new techniques to increase the performance of 

routing protocol Gossip for Ad hoc network. They have given 

more concentration on packet delivery fraction, average delay 

and normalized routing load. Next M. Frikhaet. al in [7] 

suggested a routing protocol based on the current energy 

status of the node. There is an improvement in the control 

packets such as Route Request (RREQ), Route Reply (RREP) 

in all reactive protocol such as AODV and DSR. Due to 

flooding technique numbers of control packets are generated 

and the energy consumption of each node and the network 

increases. AODV: Ad hoc on demand Distance Vector 

protocol [8] is a reactive routing protocol that finds routes on 

demand basis. AODV have the characteristics of both DSR 

[9] and DSDV [10] protocols. They have routing table as in 

DSDV that contains the sequence number, next hop 

information which is also used to differentiate stale and fresh 

routes. 

3. TinyOS AND NesC  

TinyOS [11] is an open source component based operating 

system designed for wireless sensor networks. It features a 

component-based architecture which enables rapid innovation 

and implementation while minimizing code size as required 

by the severe memory constraints inherent in sensor networks. 

The TinyOS system, libraries, and applications are written in 

nesC, a dialect of C programming language optimized for the 

memory limitations of the sensor networks. nesC supports the 

TinyOS concurrency model and its programs are a set of 

software components which are connected to each other using 

interfaces. A nesC [12] application consists of components 

which can use or provide interfaces and different components 

are connected using these interfaces. An interface in a nesC 

application consists of commands and events. A component 

which provides the interface has to provide the 

implementation for the commands in that interface and can 

signal the events to the components using that interface. On 

the other hand, a component using the interface has to provide 

the implementation for the event handlers in the interface. 

Modules in TinyOS provide the implementation of the 

components and the configuration. A scenario is a collection 

of components and the wiring between the interfaces of these 

components which describes the complete application.NesC 

programs are built out of software components some of which 

are hardware abstractions. TinyOS provides interfaces and 

components for common abstractions such as packet 
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communication, routing and sensing. The framework 

developed in this paper, provides the user with higher level 

abstractions with some generic services so that they can be 

directly used. It also aims at providing the user a global view 

of application while abstracting the underlying 

communication details. TOSSIM is nesC based language. In 

nesC application a component provides and uses interfaces 

which are the only point of access to the component. An 

interface generally models some services in nesC. They 

contain commands and events. Commands are typically 

request to execute an operation i.e sending some request for 

job such as message.send() this command function is sending 

temp component to Main Component through StdControl 

interface. Fig. 1 shows route advertisement Interface 

Command in Gossiping Protocol by the command 

(RoutePacket *) & routeMsg.data[]. The command 

sendMsg.dend() and toggle red LED to indicate transmit data 

by command led.redToggle(). In this phase one node invites 

other nodes in the neighbor table to accept the broadcast 

massage and act as a broadcasting node. In Fig. 2 

routeselect.isActive() always return a valid route in Gossiping 

when nodes broadcast massages. Fig. 3 shows route 

advertisement by the nodes and massage send Command in 

Modified Gossiping Protocol by the command 

SendMsg.send(TOSS_BCAST_ADDR, length++, &routeMsg). 

In Fig. 4 it shows route selection of Modified Gossiping 

Protocol till packets send to the destination. 

 

Fig 1: Route Advertisement Interface Command in 

Gossiping Protocol 

 

Fig 2: Route Selection or fail interface code in Gossiping 

Protocol 

 

Fig 3: Route Advertisement Interface Command in 

Modified Gossiping Protocol 
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Fig 4: Route Selection or fail interface code in Modified 

Gossiping Protocol 

4. GOSSIPING PROTOCOL  
Gossiping routing protocol is controlled form of flooding 

routing protocol [13]. Gossiping is proposed to overcome 

some critical problems of the flooding. In the gossiping 

scheme, it broadcast the message to its neighbor shows in Fig 

5 and then randomly selects one node from the neighbor table 

as source to send packets. This improves the problem of 

heavy packet overhead and reduces the number of packet 

retransmission and consumes less energy than flooding 

protocol. However, it may cause other problems, the long 

packet delay which may cause of packet loss and it suffers 

from latency caused by data propagation. Because the sender 

randomly selects the subset of the result in a router neighbors 

to transmit data, the selected sensors may result farther than 

the shortest path between the sender and the sink. Hence, this 

may extend the packet delay time. 

4.1 Network Topology 

Gossiping, instead of the broadcasting each packet to all 

neighbors the packet is sent to a single neighbor chosen at 

random from a neighbor table. Having received the packet the 

neighbor chooses another random node to send to. This can 

include the node which sent the packet .This continues until 

the packet reaches its destination or the maximum hop the 

packet is exceeded. 

 

Fig.5. The Gossiping protocol. (1) Node A starts advertising 

its data to all of its neighbors. (2) Node D responds by 

sending a request to node A. (3) after receiving the request, 

node A sends the data. (4) Node D again sends advertisement 

out to its neighbors. 

 

5. MODIFIED GOSSIPING PROTOCOL 
In Gossiping routing protocol one nodes broadcast massage to 

its neighbour node according to route packet length. When 

timer is fired then previous length is used by Gossiping 

routing protocol where always the neighbour selecetion path 

range is same. It takes more hopcount to reach packet at 

destination. But in Modified Gossiping we have implemented 

a new concept, length of route incremants  according to every 

time fired. Route of packet is increasing with increasing of 

length when data packet transferred. It takes minimum hop to 

reach packet at distination. We have calculated energy 

consumption and packet transmission in both routing protocol.  

Gossiping routing protocol runs according to maximum 

hopcount i.e. when the hop reaches maximum hopcount then 

it is assumed that data reaches to the destination but there is 

still remains one question wheather data reached at distination 

or not ? But to overcome the situation we have implimented a 

new concept of node destination. In Modified Gossiping we 

fix destination node and at runtime simulation untill it will 

find destination node and when node reached at destination 

system automatically generates “Failed to route select- Hop 

count Exceeded” because it reached at destination and again it 

will broadcast for another destination. 

6. SIMULATION AND RESULTS 
Gossiping uses broadcasting with multi-hop delivery to send 

the packets to the network which will follow the best possible 

routes to its destination until the hop count exceed.  But in 

Modified Gossiping destination node can fix accordingly. Fig. 

6 and Fig. 9 nodes are broadcasting massage to the neighbor 

that selects the route. In Modified Gossiping we used the 

concept of length, it increases till destination node finds. In 

Fig. 7 shows that when hop count exceeds the massage 

received at sink and in TinyOS the result “Failed to route 

select” will be seen at runtime simulation if massage not 

received at sink. But in Fig. 10 it shows when packets reaches 

at destination node then no need for packet broadcast and it 

shows “Failed to route select- Hop count Exceeded”. The 

graphical display of Gossiping protocol showed nodes 

periodically broadcasting packets as expected where the blue 

circles are indicate packet broadcast. The TinyViz window is 

shown in Fig. 8, where purple lines are cot continuous, 

indicates finding of route to the destination is not efficient. 

 

Fig.6 Massage broadcasting with multi-hop delivery in 

Gossiping 
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Fig.7.Hop count exceeds in Gossiping 

 

The protocol execution was looked at visually using 

TinyViz. The graphical display showed that packets 

were being sent to a random node within range. The 

TinyViz window of Modified Gossiping is shown in Fig 

11, where blue circles indicate packet broadcast and the 

purple lines represent direct communication between 

nodes. Here purple lines are always continuous till 

destination node arrived. 

 
Fig. 8:Gossiping protocol displayed using TinyViz 

 

Fig.9. Advertising massage and route select in Modified 

Gossiping 

 

 

Fig.10. Source massage sends successfully at Destination in 

Modified Gossiping 

 

Fig 11: Modified Gossiping protocol displayed using 

TinyViz 
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7. SIMULATION RESULT 
Simulation of Modified Gossip and Gossip protocol has been 

done by TinyOS and results are given in different table. In 

Table 1 the compares the number hopcount with changing of 

nodes and implies modified Gossip takes less number of 

hopcount to send data to the base station. Table 2 shows 

energy consumption with increasing of hopcount, implies 

modified Gossip consumes less power to send data. Table 3 

shows of number of broadcast in our protocol are less 

compare to Gossip protocol. Table 4 implies energy 

consumption with increasing of node where modified Gossip 

performs better than Gossip. Table 5 and Table 6 demonstrate 

the Packet Delivery with and without delay respectively. 

 

Node HopCount(Gossip) 
HopCount(Modified 

Gossip) 

10 11 6 

15 17 13 

20 21 18 

25 22 18 

30 23 21 

35 24 22 

40 26 25 

45 27 26 

50 28 25 

Table 1: Comparison of Hopcount with increasing of node 

 

HopCount 
Energy(Gossip) 

(nj) 

Energy(Modified 

Gossip) 

(nj) 

30 11 4.8 

35 13 7 

40 24 9.8 

45 27 14 

50 29 15.2 

55 33 16.1 

60 35 19.4 

65 37 21 

70 38 26.1 

Table 2: Comparison of energy with increasing of 

hopcount 

 

Node 
Number of 

Broadcast(Gossip) 

Number of 

Broadcast(Modified 

Gossip) 

30 22 17 

35 29 25 

40 33 28 

45 37 32 

50 40 36 

Table 3: Comparison of number of broadcast with 

increasing of node 

 

Node Energy(Gossip)(nj) 
Energy(Modified 

Gossip)(nj) 

30 15.4 12.6 

35 20.3 17.5 

40 23.1 19.6 

45 25.9 22.4 

50 28 25.2 

Table 4: Comparison of energy consumption with 

increasing of node 

 

Time 
Packet Delivery 

with delay(Gossip) 

Packet Delivery with 

delay(Modified 

Gossip) 

10 14 11 

15 21 13 

20 25 19 

25 29 23 

30 36 30 

35 43 37 

40 49 43 

45 55 48 

50 61 54 

Table 5: Comparison of Packet Delivery (with delay) in 

time (Sec.) 

 

Time 

Packet Delivery 

without 

delay(Gossip) 

Packet Delivery 

Without 

Delay(Modified 

Gossip) 

10 15 13 

15 23 19 

20 31 26 

25 37 31 

30 43 35 

35 49 39 

40 55 46 

45 60 51 

50 64 55 

Table 6: Comparison of Packet Delivery (without delay) in 

time (Sec.) 

 

8. PERFORMANCE ANALYSIS  
We present the performance analysis of both Gossiping and 

Modified Gossiping protocol by using MATLAB and 

TOSSIM [7]. Implementation of both protocols has been 

written in nesC programming language in TOSSIM. Here 

heuristic simulation done  and compared the simulated result 

in various way such as (1) Total Number of  packets 

transferred to reach the sink node for an event with respect to 

both time (2) Energy consumption of the sensor network with 

varying both hopcount and sensor nodes in the sensor 

network. In Fig. 12 and Fig. 13 show the comparison of 

energy consumption with respect to node and hopcount 

respectively and in both the figure shows Modified Gossip 

extending network lifetime than Gossip. In Fig. 14 explains 

node involvement with varying hopcount, is less in Modified 

Gossip is the improvement on Gossip protocol under same 

network topology. Fig. 15 and Fig. 16 shows packet 

transmission by the different protocol with time (sec.) 

considering without delay and delay respectively and from 

simulated result it has been concluded Modified Gossiping 

performing better than Gossiping.  
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Fig 12: Energy Consumption of network with hopcount    
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Fig 13: Energy Consumption of network with number of 

sensor nodes 
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Fig 14: Hopcount with number of node involvement                      
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Fig 15: Packet transmission with Time (Sec.) in without 

delay 
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Fig 16: Packet transmission with Time (Sec.) in with delay 

9. CONCLUSION 

The Gossiping and Modified Gossiping protocols were 

implemented in TinyOS with same topology. The basic 

evaluation of these protocols was carried out and different 

phases of comparison results has been made and showed by 

different tables and graphs. During the design and 

implementation of the protocols it was clear that performance 

gains by Modified Gossip is better than Gossip. Thus 

Modified Gossip prolong network lifetime than Gossip 

protocol.  
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