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ABSTRACT 

Graph mining is the use of most important structure of graph to 

obtain frequent patterns of information. It has board range of 

applications. This technique can be used to find the probability 

of persons doing crime in the stock market .Some case studies 

of people involved in stock crime were studied to obtain the 

attributes such as persons involved in crime, whether they are 

educated or not, style of crime, earning from the particular 

threat. These attribute lead to the construction of graph 

database and an algorithm has been proposed which replaces 

previously existing graph mining algorithm which was unable 

to generate subgraph for non immediate nodes. Proposed 

algorithm deals with large database including the features 

which captures the properties of graph in few parameters and 

establish relationship among nodes. It then adopts depth first 

search approach to traverse the graph in top down manner 

which finds the common node in the graph & establishing 

subgraph for both immediate & non immediate nodes. 

Supervised approach has been used that provides correct 

segmentation of training data. For the prediction of future 

crime, a new framework as been designed which determines 

the suspicious behaviour if similar crime has been occurred 

before based on property such as style of crime which therefore 

can prevent many crimes that can occur in future. We have 

used the NetBeans for implementing the algorithm, Neo4j for 

graph database and NeoEclipse for analysis of graph.  
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1. INTRODUCTION 
Graph mining is a technique used to extract characteristic 

patterns from a variety of graph structured data. A graph is set 

of nodes, pairs of which might be connected by edges. Graph is 

important data source as any kind of relationship can be 

relationship can be represented with the help of graphs. Its 

application is very important in terms of web and internet. 

Graphical representation is used for the visual representation of 

concepts. An easy and effective way is provided by graph to 

represent relation between data and entities. Graph mining is an 

easy representation of data in the form of relation among the 

nodes .In Graph mining, we split relational data to extract some 

pattern to get new knowledge. In this knowledge discovery 

process the knowledge can be a sub graph, relation to other 

nodes and this has been used in various fields. This paper 

provides an algorithm and we compare our algorithm with 

previous algorithm. The remainder of this paper is organized as 

follows. Section 2 introduces the overview of existing graph 

mining technique; Section 3 describes our proposed algorithm; 

Section 4 comparative study of our proposed technique with 

other existing technique; Conclusion and future scope in 

Section 5 and all the used references are given in Section 6. 
 

2. OVERVIEW OF EXISTING 

ALGORITHM  

2.1 Inference Algorithm 
Inference algorithm also called belief propagation uses 

heuristic approach for traversing. In this each node gathers 

incoming message, multiplies them into one vector and set the 

vector as node new belief has been mentioned in paper [13]. 

Finally node generates new message for its neighbor using 

updated belief. The process continues until al belief changes. It 

then finds the subgraph for all immediate neighborhood and all 

edges in the neighborhood. It further uses unsupervised 

algorithm that correlate pair of features and pin points nodes 

whose features deviate from other nodes. The short coming of 

inference algorithm is that it is able to generate the subgraph 

for immediate nodes only.  

2.2  Prediction of Crime 
Prediction of crime done earlier was based on geographical 

location or hot spots in which analysis was done based on high 

sensitive area or low sensitive area. It was not based on 

behavioral pattern.  

3. PROPOSED ALGORITHM 
3.1 The proposed algorithm overcomes the previous algorithm 

by generating subgraph for both immediate nodes as well as 

non immediate nodes in the neighborhood based on ant colony 

optimization. It also traverses all the edges in the 

neighborhood. It further finds the common factor based on cost 

estimation which has high probability of crime using 

supervised approach which provides correct segmentation of 

training data. It then introduces a new transactional framework 

which finds the suspicious behaviour of crime based on 

DEMAT number .Crime is detected if similar pattern of crime 

has been occurred before. User interface has been created so 

that user can enter more queries and create graph for retrieval 

of subgraph. These case studies are stored in MySQL and 

graph database has been created. Furthermore, Subgraph 

retrieved based on properties. The steps are listed below:     

1. It involves creation of graph database and nodes. 

2. Properties nodes are set and relationship among them is 

established. 

3. Further property is searched based on selection and sorting is 

done with the help of relationship.    

4. Traversing to a particular node takes place in which property 

gets matched to node property. If it matches then the graph gets 

spilt and traverses according to depth first search. Relationship 

of first match also gets compared to node relationship. If it 

matches then it displays all the properties of the nodes and 

continues to traverse down until all nodes has been traversed. 

5. Subgraph generation is done based on cost estimation which 

has high probability of crime and common node is identified 

based on ant colony optimization. 

6. For future prediction of crime, a transactional framework has 

been created which determines the suspicious behaviour which 

previously that style of crime has been used.   
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 Several types of crime that has occurred include style of crime 

like insider trading, fake loans, fake press release, high growth 

of price of stock, more number of employees than actual, 

snooping etc.       

 

ALGORITHM FOR TRAVERSING 

 
Setup 

Step 1 Create Graph Database 

Step 2 Create Node 

Step 3 Set Properties of nodes 

Step 4 Create Relationship           

Step 5 Select property        /* Property to be searched */ 

Step 6 while Node position traverse  

Step 7 if p =node.property        // if property matches 

Step 8 Split Graph 

Step 9 traverse   <- depth  

Step 10 r <- node-relationship  // store relationship of first 

match 

Step 11 if node.relationship equals r 

Step 12 display properties 

Step 13 continue traverse down 

Step 14 else 

Step 15 traverse <- down next node 

Step 16 end if 

Step 17 end if 

Step 18 if p = node.property 

Step 19 repeat Step 8 through14 

Step 20 end if 

Step 21 end if 

Step 22 end loop 

 

ALGORITHM FOR FINDING COMMON NODE & 

SUBGRAPH 

 
 String kw=null, int c=0,int i, int j, int nc=0; cost=5; /*cost=5 is 

related to fake */ 

Step1 String node[][]=new String[100][12] /*All the nodes get 

stored in a matrix.*/ 

Step 2 If the node has more elements then go to step 3, else 

exit. 

Step3 Get the nodes over the set of elements then go to step 4 

else exception is thrown./* Step 2 & 3 are implemented using 

iterator interface*/   

Step4 Store the keywords to be searched in an array as String 

keyword= {“fake”,”insider”,”trading”} 

Step5 for (i=5, i<n, i++) /* i is set to 5 as four main header  

nodes are placed above before traversing*/ 

          for (j=0, j<9,j++) /* limit of j is 9 as  9 column having 

different properties are set*/ 

          if node [i][j].contains (keyword[nc]) then set c=c+1 

Step6 if(c>cost) 

          kw=keywrd[nc] 

Step7 Display kw 

Step 8 int ii=2; 

Step 9 for (i=5;i<n;i++) 

            Set ii=ii+1; 

 Step10 if (node[i][8] contains property 

 Step11 Display properties  

 Step 12 Relationship are set 

 Step13 else if (node[i][8] contains another property 

 Step14 Display properties  

 Step15 Relationships are set 

 

ALGORITHM FOR PREDICTION OF CRIME 

 

String prop, int flag; 

String promote=” ” ;/ *entered by user*/ 

Step1 String node [][]=new String[25][9] /*All the nodes get 

stored in a matrix.*/ 

Step 2 If the node has more elements then go to step 3, else 

exit. 

Step3 Get the nodes over the set of elements then go to step 4 

else exception is thrown./* Step 2 & 3 are implemented using 

iterator interface*/   

Step4Element retrieved from graph db get stored in prop and 

type casted to String data type 

Step5 if (prop. contains (promote) 

Step6 set flag=1 and fraud is suspected 

Step7 else no crime suspected & exit. 

 

4. COMPARITIVE STUDY AND 

DISCUSSION 
The proposed algorithm when compared with above existing 

algorithms works remarkably as it generates sub graph both for 

immediate nodes as well as non immediate nodes. Also the 

common factor gets generated. When compared with prediction 

method, it predicts the crime based on behavioral pattern such 

as style of crime rather than geographical location which 

replaces the previous techniques. Neo4j is the graph database 

used for graph mining. NeoEclipse is used for analysis of 

crime. Fig1 represents overview of stock crime, fig2 represents 

user interface through which user enter query, fig3 subgraph of 

all persons involved in crime at NSE (immediate nodes only), 

fig4 represents Subgraph of criminals involved in money 

making through fake press release (both immediate and non 

immediate nodes), fig5 represents user interface for checking 

suspicious behaviour of crime and fig 6 represents result of 

query showing suspicious behaviour. 

 

 
      Fig1. Overview of Stock Crime Exchange 
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Fig2. User interface through which user enter query 

 

 
 

Fig3. Subgraph of all persons involved in crime at NSE 

(Immediate nodes only) 

 

 
 

Fig4. Subgraph of criminals involved in money making 

through fake press release (both immediate and non 

immediate nodes) 

 

 

 
 

Fig 5.User interface for checking suspicious behaviour of 

crime 

 

 
 

Fig 6.Result of query showing suspicious behaviour 

 

5. CONCLUSION & FUTURE SCOPE 
The key insight behind the proposed method is to identify the 

hotspots by searching, utilizing and presenting patterns in the 

Graph database by processing the crime related datasets into a 

transaction based dataset. In our technique firstly the graph has 

been created and then by traversing that according to the 

property entered by the user a subgraph has been created that 

will show the entire related data on the basis of query entered 

by user with their relationships. Then this introduces a 

similarity method to summarize the identified patterns. Based 

on these patterns, a relevant report of crime and related 

variables is visually presented for domain experts. The system 

utilizes some new approaches regarding the crime detection, 

which use related variables in crime mapping with the effective 

of primary direction. Although, the current algorithm already 

performs quite well, it can be implemented in real time systems 

to trace the pattern of stock rise and fall in the share market and 

we can compare the current pattern of stock fluctuations with 

the pattern present in graph database, so that if it finds any 

resemblance in the pattern it can impose a security check over 

that particular stock and predict the future steps .This can be 

helpful in planning the prevention of several crimes which can 

contribute to the people who gets affected due to this share 
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price manipulation. Graph mining is a currently very active 

research field. The application areas of graph mining are 

widespread ranging from biology & chemistry to internet 

applications. 
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