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ABSTRACT  
Wireless adhoc netwok is a decentralized type of wireless 

network, it does not rely on a preexisting infrastructure. These 

types of networks are used in situations where temporary 

network connectivity is needed. This research paper explores 

the effect of using directional antennas in ad hoc network. 

Antenna patterns of omni directional and directional antenna 

have been developed using the OPNET Modeler 14.0. 

Simulation scenarios have been created for both antennas with 

three routing protocols AODV, GRP, OLSR. From the results 

of the simulation, we observe that data dropped rate (Retry 

threshold), Load and Delay graphs in case of directional 

antenna network shows better performance than omni 

directional antenna network. Among three  routing protocols 

which we have used in our network model, OLSR routing 

protocol shows better performance and high throughput for 

directional antennas as compare to AODV and GRP routing 

protocols. 
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1.  INTRODUCTION 
Wireless ad hoc netwok is a decentralized type of wireless 

network, ‘Ad-hoc’ Latin word means ‘for this’ or for this 

only. The network is ad hoc because it does not rely on a 

preexisting infrastructure, such as routers in wired networks 

or access points in managed (infrastructure) wireless 

networks. An Ad Hoc network is multi-hop wireless network 

where nodes may be mobile. Each node participates in routing 

by forwarding data for other nodes and so the determination 

of which nodes forward data is made dynamically based on 

the network connectivity[1]. These types of networks are used 

in situations where temporary network connectivity is needed. 

Ad hoc networks are formed on a dynamic basis, i.e. a number 

of users may wish to exchange information and services 

between each other on an ad hoc basis. An example of these 

type of networks can be found in a disaster relief situation. 

Here an Ad Hoc network could enable emergency services to 

co-ordinate emergency services more effectively or enable 

medics in the field to retrieve patient history from hospital 

databases[2]. Some of the advantages of ad hoc networks are :  

Independence from central network administration, Self 

configuring, Self healing through continuous reconfiguration, 

accommodates the addition of more nodes, being able to 

access the Internet from many different locations. This 

research paper provides comparative study of directional 

antenna with omni-directional antenna through simulation of 

three routing protocols (AODV, GRP, OLSR) for mobile Ad 

hoc networks by using well known network simulator OPNET 

modeler. 

 

1.1 Related Work 
During the last few years many research papers and reports 

are published on various issues of mobile Ad hoc networks. 

We review the current literature on protocols that are designed 

to use with directional antennas in adhoc networks. The work 

on medium access control involves using antennas 

intelligently for collision avoidance and spatial reuse 

purposes. In [3] H.K Patel et all proposed a novel, robust 

MANET protocols framework for tracking performance 

metrics and evaluating theoretical predictions. Because of 

specific characteristics of wireless ad hoc networks [4] such 

as dynamicity, heterogeneity of devices, bandwidth and 

energy constraints, a wireless ad hoc network management 

architecture presents different requirements from those for 

fixed networks. There is directional CSMA/CD mechanism 

[5], that utilizes a switched beam antenna array and assumes 

that the gain of the directional antenna is equal to the gain of 

an omni-directional antenna. For problem of detection 

probability estimation of omni-directional antennas and 

directional antennas, Xiaofeng Lu proposed a detection 

probability model to calculate the probability of detecting a 

transmitter at any location [7]. It shows that the transmitter‘s 

probability of being detected by detection systems cannot be 

reduced by the directional antennas with same transmit power. 

There has been some work on protocols that exploit the use of 

directional antenna in adhoc networks. The protocols cannot 

completely overcome the problem that arise due to use of such 

antennas and are not yet designed to completely cope with 

mobility. The effects of interference and multipath on MAC 

protocols has been analyzed F. babich  et all for WLANs with 

nodes employing smart antennas at physical layer [6].which 

shows that Adaptive arrays may guarantee a higher robustness 

but omnidirectional antenna reception does not perform 

satisfactorily. 

2. ROUTING PROTOCOLS IN MANET 
An ad-hoc routing protocol is a convention, or standard, that 

controls how nodes decide which way to route 

packets between computing devices in a mobile ad hoc 

networks. In our network, we have used three routing 

protocols (AODV, OLSR, GRP).Each protocol is used in 

directional scenario as well as in omni-directional scenario. 

The routing protocol parameters used in network are given in 

the tables below:  

2.1 AODV 

The Ad-hoc On-demand Distance Vector protocol (AODV) 

aims to obtain routes on-demand, i.e. when an upper layer 

communication packet is festinated to a node not known in the 

routing table. AODV uses three control messages to obtain 

and maintain routes: Route Request (RREQ) a source 

broadcasts RREQ messages to the MANET if the routing 

entry is empty for the given destination. AODV can utilize an 

expanding ring technique with gradually increasing Time to 

Live (TTL) for each request to avoid broadcast storm in the 

MANET. Route Reply (RREP) A node replies to a request by 

sending RREP message either if: (i) it is the destination; or (ii) 

if it is an intermediate node and has a fresh route to the 

destination. If the destination is not known, the intermediate 
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node will rebroadcast the RREQ. When a node re-broadcasts a 

Route Request, it sets up a reverse path pointing toward the 

source. This reverse path is used to forward Route Reply 

(RREP) unicast back to the source. Route Error (RERR) If a 

node is unable to forward packet, it generates a RERR 

message. When the originator node receives the RERR, it 

initiates a new route discovery for the given route. 

Table 1.   AODV routing protocol parameters 

Serial No. Parameters Value 

1. Active route 

timeout 

30 seconds 

2. Hello intervals Uniform(10,1

0,1) 

3. Allowed hello 

loss 

20 

4. Route error 

rate limit 

10 pkts/sec 

5. Timeout 

Buffer 

2 

6. Packet queue 

size 

Infinity 

7. Addressing 

mode 

IPv4 

 

2.2 Optimized Link State Routing Protocol  

The Optimized Link State Routing Protocol (OLSR) for 

MANET is a proactive, link-state routing protocol where each 

node maintains topology information by periodically 

exchanging linkstate messages [12]. The novelty of OLSR is 

to employ multipoint relays (MPRs) to minimize the number 

of control messages flooding in the network. Each node 

chooses a subset of its one hop neighbors (MPRs) in such a 

way that these MPRs will cover all two-hop away neighbors. 

Hence, messages are only flooded through MPRs, and not to 

all nodes. Core functioning of OLSR is: Packet format and 

forwarding, link sensing with hello messages, neighbor 

detection, MPR selection and MPR signaling, topology 

control message diffusion, route table computation, node 

configuration[3].Three control messages are defined to 

provide this functionality. HELLO HELLO messages are 

exchanged between neighbors only, and diffuse information 

about the one-hop neighbors of a node. Upon reception of 

HELLO messages, the two hop neighborhood can be 

discovered and further the MPRs of the given node can be 

chosen. The MPRs chosen by a node is further marked in the 

following HELLO messages broadcasted by that node.TC - 

Topology Control in OLSR, all nodes chosen as MPR will 

transmit TC messages. The TC messages contain the address 

of the node generating the message, as well as the list of 

nodes that has chosen the given node as MPR (MPR 

selectors). TC messages are further flooded using the MPRs, 

disseminating network topology information to all the nodes 

in the OLSR network.MID - Multiple Interface Declaration, 

The MID message is broadcasted by nodes running OLSR on 

more than one network interface. 

Table 2.   OLSR routing protocol parameters  

Serial No. Parameters Value 

1. Hello Interval 2.0 seconds 

2. TC Interval 5.0 seconds 

3. Neighbor Hold 

Time 

6.0 seconds 

4. Topology 

Hold Time 

15.0 seconds 

5. Addressing 

Mode 

IPv4 

 

2.3 Geographic Routing Protocol (GRP)  

This schema collects network information at a source node 

with a small amount of control overheads. According to the 

collected information, source node can finds routes and 

continuously transmit data even if the current route is 

disconnected. The result of this approach is achieving fast 

transfer with less overhead of control massages [3]. This 

approach is widely known as hybrid routing protocol, because 

it can simultaneously use the strengths of reactive routing and 

proactive routing protocols. A packet that named DQ is used 

continuously to forward to each node’s neighbours until the 

destination is reached. When it reaches the destination, the 

destination node broadcasts a network information gathering 

(NIG) packet to its neighbours. The source node computes the 

best route according to collected information and then 

immediately starts to transmit data packets. 

Table 3. GRP routing protocol parameters  

Serial No. Parameters 

1. Hello Intervals(sec.) 

2. Neighbor  Expiry 

Time(sec.) 

3. Distance moved 

4. Position Request Timer 

 

3. ANTENNA PATTERN DESIGN IN 

OPNET MODELER  
Antennas collect radio frequency energy from space for 

reception purpose and distribute energy into space for 

transmission. 

Omni-Directional antennas provide 360 degree horizontal 

radiation pattern. These antennas are used when coverage is 

required in all directions (horizontally) from antennas with 

varying degree of vertical coverage. Omni-directional 

radiation pattern we used in our simulation network is shown 

in Figure 1. A Directional antenna can transmit a signal in any 

direction, using an array of antennas called an array of 

elements. An area around the node is covered by N sectors, 

while all sectors are not overlapping. Directional antenna 

pattern designed for simulation network in OPNET is shown 

in Figure 2.  
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Fig.1. Omni-Directional antenna pattern designed by 

using OPNET 

During the antenna pattern design, firstly two antenna patterns 

are designed one for directional antenna and second for omni-

directional antenna in “antenna pattern editor” of OPNET 

simulation tool. For designing both antenna pattern some 

mathematical and trigonometric equations are used. And then 

accordingly parameters are set in “Antenna pattern editor” 

OPNET. The antenna gain pattern specified in the Antenna 

Pattern Editor can be used to provide the gain values, given 

knowledge of the relative positions of the nodes. Calculations 

related to this aspect of radio link modeling are performed in 

the Radio Transceiver Pipeline. 

 

Fig. 2. Directional Antenna pattern designed by using 

OPNET 

 

4. SIMULATION SET UP AND   

NETWORK DESIGN 
The network simulation are implemented using OPNET 

modeler 14.0. OPNET Modeler is commercial network 

simulation environment for network modelling and 

simulation. It allows the users to design and study 

communication networks, devices, protocols, and applications 

with flexibility and scalability. It simulates the network 

graphically and gives the graphical structure of actual 

networks and network components. Creating the simulation 

scenario that is equivalent to the real world is the first step of 

simulation. The basic ad hoc network model of 40 mobile 

nodes has been built.  

 

Fig.3. Ad Hoc Network model  used 

Two different mobile nodes are designed by modifying the 

existing wlan workstatin node in OPNET object pallet. The 

steps used to make this network are as follows: 

 Firstly two antenna patterns are designed one for 

directional antenna and second for omni-directional 

antenna in “antenna pattern editor” of OPNET 

simulation tool. For designing both antenna pattern 

some mathematical and trigonometric equations are 

used. And then accordingly parameters are set in 

“Antenna pattern editor” OPNET. The antenna gain 

pattern specified in the Antenna Pattern Editor can 

be used to provide the gain values, given knowledge 

of the relative positions of the nodes. Calculations 

related to this aspect of radio link modeling are 

performed in the Radio Transceiver Pipeline. 

 Then from wireless node module provided by 

OPNet object palette, “wireless  station” (wlan 

wkstn adv) node is taken and modified according to 

antenna implementation requirement. After 

modifying “wlan_wkstn_adv” node, two new node 

models are designed .  

 On first node model we have implement 

omni_directional antenna and on second node 

model we have implement directional antenna. Two 

directional antenna are implemented on each node, 

one for transmitter and second for receiver. 

 To generate data, Applications are defined by using 

“Application Configuration” for each network. To 
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configure the applications “Profile configuration” 

node is used. 

 We have created six scenarios by using routing 

protocols (AODV, OLSR, and GRP) for the 

performance analysis. 

 

Fig. 4. Node model of with directional antenna 

Network parameters control the interaction of nodes and 

devices over the network. In the Table 1 some parameters 

which are used in our network are given with their values. 

 

 

 

 

 

 

 

 

 

 

 

Table 4 : Network Parameters 

Serial No. Parameters Value 

1. Maximum simulation 

time 

120 seconds 

2. No. of nodes  40 

3. Environment size 500*500 

4. Routing protocols    AODV,OLSR,GRP 

5. Data rate  54 Mbps 

6. Trajectory Vector 

7. Packet size  1024 

8. Physical 

characteristics 

Extendedrate 

PHY(802.11G) 

9. Antennas used Directional,Omni-

directional  

10. Directional gain 12 dBi 

11. Application Video conferencing 

 

5. RESULTS AND ANALYSIS 
From all result graphs, It is found that scenario with 

directional antenna has less delay,low data dropped rate, But 

throughput is almost same in comparison to omni-directional 

antennas in all three routing protocols.Among three routing 

protocols that are used in network for routing OLSR shows 

better performance than AODV and GRP.There are four 

figures given to conclude the results taken by running 

simulation in OPNET.  

The graph of Figure 5 shows the results of WLAN Data 

dropped (Retry Threshold Exceeded) for both the scenarios by 

taking the OLSR routing protocol with parameters given in 

Table No. 2. It is defined as the total higher layer data traffic 

(in bits/sec) dropped by all the WLAN MACs in the network 

as a result of consistently failing retransmissions. It shows that 

scenario in which directional antennas are taken has less data 

dropped rate .Addressing Mode used for routing in OLSR is 

IPv4.From both lines,it is seen that as simulation started there 

is small differene ,but as simulation time increases the 

difference between both scenarios also increases. 
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Fig. 5. Wireless LAN.Data Dropped (Retry Threshold Exceeded) in OLSR routing protocol

Wireless LAN Delay  of both scenarios with OLSR routing 

protocol is shown in Figure 6.It is the time taken by a packet 

from the movement it is transmitted on the network by source 

node to reach the destination node. By using parameters of 

OLSR routing protocol given in Table No. 2 results are 

taken.It is found that scenario with directional antenna has 

less delay.Directional antenna directed towards direction of 

destination node which leads to less delay in arrival of packets 

from source node to destination node. 

 

 

Fig. 6. Wireless LAN Delay in OLSR routing protocol

Figure 5 shows the results for WLAN Delay for both 

scenarios by taking GRP routing protocol. Network parmeters  

are given in Table No.4 and GRP protocols parameters given 

in Table No.3 are taken.Similarly as results of OLSR shows 

better performance of directional antenna in case of Delay 

parameter, the GRP routing protocol also shows good 

performance.As Figure 7 shows less Delay in scenario with 

directional antenna. 
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Fig. 7. Wireless LAN Delay in GRP routing protocol 

The graph shown in Figure 8  shows the results of  Wireless 

LAN Throughput of three routing protocols in directional 

antenna scenario. It is the number of packets received by all 

the destination nodes over the duration of simulation. The 

results are taken by taking network parameters given in Table 

No.4 and Routing protocol parameters of AODV,OLSR and 

GRP  shown in Table No.1,2 and 3 respectively.It is found 

that among these three routing protocols ,OLSR gives very 

high throughput for directional antennas. As the Optimized 

Link State Routing Protocol (OLSR) for MANET is a 

proactive, link-state routing protocol where each node 

maintains topology information by periodically exchanging 

link state messages. The novelty of OLSR is to employ 

multipoint relays (MPRs) to minimize the number of control 

messages flooding in the network. 

 

Fig. 8. Throughput of directional antenna network with AODV, GRP and OLSR 

6. CONCLUSION 
In this paper we have examined the incorporation of 

directional antennas into ad hoc networks. Through simulation 

we observed that using directional antennas provides better 

network performance as compared to scenarios using 

omnidirectional antenna. The increase in the throughput 

depends on the spatial location of nodes in the network. 

Among three routing protocols that we have used in our 

network scenarios, OLSR routing protocol has better 

performance than AODV and GRP routing protocols. As 

OLSR is to employ multipoint relays (MPRs)  to minimize the 

number of control messages flooding in the network. OLSR 

protocol is very effective and efficient route discovery 

protocol for ad hoc networks with directional antennas. 
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