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ABSTRACT 
One of the main design issues for a sensor network is 

conservation of the energy available at each sensor node. 

Optimal routing tries to maximize the duration over which the 

sensing task can be performed, but requires historical 

knowledge. This paper proposes packet profile based (PPB) 

scheme with certain threshold value to increase the battery 

power of sensor node. Profile based scheme is based on 

probability of past information of packet transfer, and save this 

information as a small data base of each node. Reliability of this 

scheme is rely on life time of most probabilistic node .This 

study also compares the result with flooding scheme and PPB 

without threshold value. Simulation results show that the better 

energy consumption is achieved by the proposed scheme when 

compared to the conventional techniques.  
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1. INTRODUCTION 
Nowadays, Wireless Sensor Networks (WSN) has become a 

very significant new field in wireless technology. As evident, 

the wireless sensor networks are comprised of thousands of 

inexpensive sensor nodes. The sensor node consists of  

processing capability, memory, RF transceiver, power source 

and accommodates various sensors [4, 9]. Sensor nodes sense 

the event that occurs in the network and then pass the packets to 

the sink following a path. For a WSN to meet real world 

requirements, it has to be reliable, power efficient, and time 

efficient. Possible applications of sensor networks are of interest 

to the most diverse fields. Environmental monitoring, warfare, 

child education, surveillance, micro-surgery, and agriculture are 

only a few examples [10]. All these application mainly include 

the sensor node which are capable of data gathering, processing, 

transmitting and storing information. In a WSN application, all 

sensor nodes can transmit and receive the packet. These nodes 

periodically transmit data to single sink node which is based on 

many to one communication model. As due to higher bit rate in 

the downstream direction, the congestion appears at the node. 

This Congestion leads to large number of dropping of packets 

and increases in transmission latency and consequently affects 

energy efficiency. So it must be handled efficiently. There can 

be two types of congestion in WSN: link level and node level 

congestion. Thus, the protocol is chosen, collisions could occur 

when multiple active sensor nodes try to seize the channel at the 

same time. This increases packet service time and decreases 

both  link utilization and overall throughput. This causes the 

wastage  of energy at sensor nodes. Both node level and link 

level congestion have great impact on energy efficiency and 

QOS. 

In wireless sensor network, there are so Node level congestion 

is very common in traditional networks and it is due to the 

buffer overflow in the node which leads to the packet loss and 

increases queuing latency. Packet loss leads to retransmission 

and requires more energy [1]. 

In link level congestion, as the wireless channel is shared by 

several nodes, if CSMA many challenges[5-7]. The main 

challenges are how to enhance lifetime of a node thus 

automatically enhancing lifetime of network and how to provide 

reliable communication to network. Since sensor network totally 

rely on battery power, the main aim for enhancing lifetime of 

network is to conserve battery power or energy with some 

security considerations. 

This paper is organized as follows. Section II presents related 

work. In Section III, the proposed scheme on the basis of packet 

transmission weightage factor by reducing number of packet 

dropping probability using the threshold value is discussed. 

Section IV represents the simulation, results and its performance 

analysis. Finally section V concludes the paper. 

2.   RELATED WORK 

2.1 Flooding 
The conventional mechanism for relaying data from individual 

sensors to base station is Flooding or Gossiping [12]. Flooding 

occurs when each sensor on receiving a data packet broadcasts 

the same to its every neighbor. This process continues until it 

reached at the destination or the maximum number of hops for 

the packet is reached. 

 

Fig 1: Broadcasting of packets 

Due to the flooding raises broadcast storms which are become 

unmanageable as shown in Fig 1. 

It would be useful for networks which experience quick 

topology changes. There are mainly static sensors nodes in 

WSN. Therefore, in this situation topology remains less static 

for a considerable period of time. Topology can be controlled by 

adjusting transmission power of sensor motes. But such power 

adjustments can only be realized by program controls. There are 

some other problems regarding broadcast storm such as 
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redundancies, contentions and collisions. These problems result 

in wasteful consumption of node energies. Due to the broadcast 

storm sensor nodes are not able to afford these problems 

because each node has only limited energy reserves in the form 

of small batteries. Designing of routing protocols in WSNs 

using flooding approach does not seem to be an appropriate 

approach due to above defined problems associated with 

flooding.  

Disadvantage of using flood based scheme 

1. Node has to broadcast packet to all the node of 

neighboring list in range. 

2. The entire receiving packet node has to again find out 

neighboring node & broadcast the packet to the entire 

node until the sink node. Finally, power of each 

packet will be reduced. 

3. Nodes redundantly receive multiple copies of the 

same data message and implosion is detected. Then, 

as the event may be detected by several nodes in the 

affected area, multiple data messages containing 

similar information are introduced into the network. 

4. Number of hop can be increased. 

5. Time of successful packet transmission can be 

increased and subsequently rate of packet loss will be 

increased.[2] 

 

2.2 Proposed Packet Profile Based (PPB) 

Scheme 
To overcome limitation of flooding this study is proposing a 

new scheme based on packet transfer analysis. Suppose there 

are wireless sensor network with 15 nodes and historical 

information about the reliable packet broadcasting and 

successful delivery of packets to the sink node is as follows: 

[3,11]. 

1/2/1/2/1/7/1/7/1/7/8/1/8/1/8/1/8/1/8/1/8/1/9/1/9/2/3/2/3/2/7/2/8/

2/8/2/8/2/8/2/8/2/8/2/8/2/8/2/9/2/9/2/9/2/9/2/9/2/9/3/4/3/4/3/8/3/

8/3/8/3/8/3/8/3/8/3/8/3/8/3/9/3/9/3/9/3/9/3/9/3/9/3/9/3/9/3/9/3/10

/3/10/3/10/4/3/4/5/4/5/4/9/4/9/4/9/4/9/4/9/4/9/4/9/4/9/4/10/4/10/

4/10/4/10/4/10/4/11/4/11/4/11/5/6/5/6/5/10/5/10/5/10/5/10/5/10/

5/11/5/11/5/11/5/11/6/5/6/11/6/11/6/11/6/11/7/2/7/8/7/8/7/8/7/8/

7/12/7/12/7/12/7/12/7/12/7/12… 

Now build a probability transition matrix (S) to most likelihood 

transition. 

XXXXXXXXXXX

XXXXXXXXXX

XXXXXXXXXXX

XXXXXXXXXXXXXXX

XXXXXXXXXX

XXXXXXXXX

XXXXXXX

XXXXXX

XXXXXXXXXXX

XXXXXXXXXXXXX

XXXXXXXXXXX

XXXXXXXXXX

XXXXXXXXXX

XXXXXXXXXX

XXXXXXXXXXX

S

2234

16351

3611

36111

227222

13251221

134825232

6622

43

4522

35822

38822

68122

2632



 

By adding all the column of S, get maximum transition state 

(MTS) in following row vector MTS. 

MTS=[7,11,11,8,8,3,11,45,39,23,13,20,10,11,18] 

According MTS row vector node I is most probabilistic node as 

it has maximum transition state 45 and so on. 

Now make following assumptions about this system modeling:-  

 Let each node is one meter far away from each other. 

 Node can be in range if they are one meter or sqrt (2). 

 Each node has small data base of maximum transition 

observed from history. 

 Each node has 100 unit of power.  

 Each node that will process the packet, their power 

will be reduced by 1unit. 

 Each node is taking 1ms to transfer one packet to 

another node. 

Let node C sense the data packet then it will check the list of 

neighboring node which are in range. If any node is not as sink 

node then check its data base that which node has highest 

probability of transition and also available in list of neighboring 

node. If sink node is available in the list then transfer the packet 

directly to the sink node. For example node I has highest 

probability of transition and it is also available in the list of 

neighboring node of C. Also rather then broadcast the packet to 

the entire neighboring node, packet is only transfer to node I. 

node I will perform same way until it achieve the sink node. 

Algorithm: 

(i) Assign 100 unit to each sensor node. 

(ii) Assign Maximum number of packets in Pmax 

(iii) Node sense the packet. 

(iv) Find out the neighboring list of node [all node which 

are 1m or sqrt (2) m away from each other will be 

consider as member of neighbor list] 

(v) Check sink node in neighboring list: 

If sink node is available in neighboring list send the 

packet directly to the sink node, do hop=hop+1, 

power=power-1 for that node and go to step-(ix). 
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(vi) Else search in data base in ascending order which has 

highest transition probability in vector MTS and also 

available in the list of neighboring node.  

(vii) If search==true then transfer the packet to that node. 

And also hop=hop+1, power=power-1 for receiving 

node. 

(viii) Else transfer the packet to any node available in  

neighboring list. And also hop=hop+1, power=power-

1 for receiving node. 

(ix) Go to step-(iv) 

(x) End 

The above algorithm performs well compared to flooding 

algorithm. Figure (2) shows the comparison of the graph 

between the packet profile based technique and the flood based 

system. Finally, It shows that power consumed by using PPB 

scheme is much less as compared to the flood based scheme. 
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               Fig. 2:  Comparison graph for power Optimization  

According MTS row vector the most probabilistic node is H, 

which is used to transfer the packet to another node especially 

sink node as sink node is neighbor of node H. PPB scheme 

provide following advantages: 

1.   Less number of hops. 

2.   Increase reliability of packet. 

3.   Reduces number of packet failure. 

4.   Less power consumption  

Efficiency and reliability of PPB scheme rely on life time of 

most probabilistic node such as H, I etc. But by this scheme 

most probabilistic node will become overloaded and congested 

and also life time of this node will depreciated very fast hence 

after some time this node will be no longer available. To 

overcome this problem we are using the concept of threshold 

value. 

 

 

3.  PPB WITH THRESHOLD TECHNIQUE 
The environment consists of 15 nodes uniformly distributed 

over a space. In Simulation network, every two nodes are 1m or 

sqrt(2) apart from each other. 

The node attributes are chosen according to the proposed 

algorithm to store the power of node, the maximum transition 

state (MTS) and the number of packets, the node can have in 

queue for processing. The simulation assumes the base station to 

be fixed at the origin and is a powerful node. 

 

 

 

 

 

 

Fig 3: Node Placement 

The plot in Fig. 3 shows the distribution of the nodes. The 

positions of all the nodes are evenly distributed. The id of the 

node is written alongside the circle. Networks are in layered 

form. First Layer from node A to F is acting as a sensor node. 

Second layer from G to K and M to N are transmitting the 

packet. Node L is sink node. 

Here we consider that each node can process certain number of 

packet Pmax. If power of most probabilistic node become 80 % 

and number of packet get exceeded from Pmax then next 

incoming packet is transferred on other next most probabilistic 

node.  

Here we proposed algorithm with threshold techniques: 

(i) Assign 100 unit to each sensor node. 

(ii) Assign no. of packets to Pmax 

(iii) Enter the threshold value (Thvalue). 

(iv) Node sense the packet. 

(v) If power<= Thvalue then transfer the packet to next 

most probabilistic node. 

(vi) Find out the neighboring list of node [all node 

which are 1m or sqrt (2) m away from each other 

will be consider as member of neighbor list] 

(vii) Check sink node in neighboring list: 

If sink node is available in neighboring list send 

the packet directly to the sink node, do 

hop=hop+1, power=power-1 for that node and go 

to step-(ix). 

(viii) Else search in data base in ascending order which 

has highest transition probability in vector MTS 

and also available in the list of neighboring node.  

(ix) If search==true then transfer the packet to that 

node. And also do hop=hop+1 and power=power-

1 for receiving node. 

 

(x) Else transfer the packet to any node available in 

neighboring list. And also hop=hop+1, 

power=power-1 for receiving node. 
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(xi) Go to step-(iv) 

(xi)       End 

PPB scheme with threshold value perform well compare to PPB 

scheme without threshold value. In next paragraph we evaluated 

performance of purposed scheme. 

4.   PERFORMANCE EVALUATION 
To assess the performance of PPB with threshold, we simulated 

its performance using C and compared its probabilistic 

performance with different value of Thvalue. 

one of the major objective of this work has been to improve the 

lifetime of the sensor networks. So we compare the lifetime in 

the proposed methodology with the existing protocols. 

Typically, there are three different measures for the lifetime of a 

WSN, namely, 

1. The time till the most probabilistic node exhaust its energy 

with different threshold values. 

2. The time till the last node exhaust its energy with reliability. 

The Figure 4 shows the lifetime of Hth node by using  PPB with 

Threshold  w.r .to  different size of packets 
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 Fig. 4 Life time of Hth node by using PPB with Threshold 

w.r.to different size of packets 

Reliability can be measured in terms of: 

1) Number of iterations in terms of  number of  packet 

transfer as shown in figure 5 

2) Percentage of lifetime with respect to the Hth node as 

shown in figure 6 

Thus, the simulation is transferring reliable number of packets 

without any loss of packets and the reliability is shown in the 

graph in terms of number of successful packet transfer 

iterations. The analysis also shows that the lifetime has been 

increased from 32% to 61% in case of maximum number of 

packets delivered by a node 
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Fig. 5. Reliability in terms of Packet Transfer by Hth node 
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Fig .6 Comparison of percentage of lifetime of Hth node 

Thus, the proposed PPB algorithm with PPB increases the 

lifetime of node and so, as it increases the lifetime of node, it 

will also increase the network lifetime.  

5.   CONCLUSIONS 
Efficient power consumption is a challenging problem in a 

battery-powered wireless sensor networks. The fact that each 

node has a limited battery power and it is impossible or 

infeasible to recharge the batteries. Therefore, it further reduces 

power consumption and increase the network lifetime. The 

network lifetime is directly proportional to the efficient power 

consumption, thus dysfunctional of any node causes serious 

damage to the network service considering nodes dual role of 

data originator and data router. Proposed scheme is efficient to 

increase life time of most probabilistic node with reliability. 
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