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ABSTRACT 

In this paper, we describe the approaches for routing in 

Wireless Sensor Networks. Their characteristics are discussed. 

An efficient routing approach is then proposed based on 

energy equations and use of advanced nodes having high 

energy than normal nodes. This intelligent cluster routing is 

then compared with SEP routing.   
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1. INTRODUCTION 
A WSN consists of a large number of sensor nodes typically 

hundreds or thousands. Each sensor node comprises of 

different components which work together to act like sensor 

and can sense for some particular application. These units are:  

a) Sensing unit:-it senses the events happening around it. 

b) Processing unit:-it processes information to compute the 

results based on the sensed information by sensing unit. 

c) Transmission unit:- it transmits the computed results to the 

base station.  

d) Mobility monitoring unit: - monitors the movement of node 

to check whether it is mobile or stationary. 

e) Position finding unit: - it finds the position of each node, 

which assists each node to calculate the distance from its 

neighbors. 

f) Power Supply unit: - it provides energy to all components 

of the sensor node.  

g) ADC: - converts the alternate current to direct current. 

To improve the quality of service sensor nodes can 

communicate and coordinate with each other. Each sensor 

node has sensing, computational, and communicational 

capabilities. Each node has information which it has sensed or 

is provided by its neighbors. The quality of result which is 

produced by the sensor node depends upon the above said 

units. The processed result is then passed to all its neighbors 

or to the Base Station. Base Station is a node which queries 

for data to sensor node and collects the results from it. A base 

station can both be mobile as well as fixed. 

2. DESIGN CHALLENGES IN WSN 
One of the main reason which limits the use of sensors is its 

energy efficiency[1]. Because of small size of node, the 

battery size is also small which results in small lifetime of the 

sensor node. Sensor networks are designed for a specific 

applications. Some major issues in Wireless Sensor Networks 

are:- 

1) Deployment of nodes in the network: - here the position 

of the node in the network is dealt with. The position may be 

predetermined or it may be decided on the spot. 

2) Use of energy resources and data accuracy: - A node 

depends much upon its energy resource. If the energy is low, 

the processing speed of a sensor will also be low and the 

result produced by it gets affected. After calculating the result 

node transmits the data to the base station. But if the power 

goes below the threshold there will be no transmission. 

3) Type of data reporting: - Data reporting can be a) Time 

driven where computed result is passed to base station after a 

fixed interval of time. b) Event driven where the result is 

reported only after the occurrence of a particular event. c) 

Query driven in which result is passed to sink only after 

getting a particular query from the sink. d) Hybrid which is a 

combination of all above defined schemes. 

4)Heterogeneity in the sensor network: -   Some routing 

protocols in WSN were based on assumption that all nodes 

have equal capability and efficiency. But the assumption is 

not true for every case. Nodes may differ in their efficiencies. 

The presence of this heterogeneity leads to many technical 

difficulties. 

1) Fault Tolerance:-Sensor nodes are prone to faults. The 

node may fail because of lack of power supply, so the network 

design must be of distributed type.  

2) Coverage area:- Most type of sensors cover only small 

area due to tight coupling. This is one major hurdle in design 

of a sensor network. 

3. ROUTING PROTOCOLS IN WSN 
Three main classes of routing protocols are:- 

1) Proactive: - Routes from every node to the base station are 

predefined. 

2) Reactive:- Routes from each node to the base station are 

computed when there is a demand for the route. 

3) Hybrid: - Some routes are computed in advance and some 

are defined after the demand is raised. 

4.  OTHER GENERAL 

CLASSIFICATIONS 
 Based on the structure of the network and Based on the 

operation of the protocols routing protocols are categorized. 
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Figure 1 Classification of routing protocols 

In this paper, we have mentioned Flat routing, Multi–hop 

routing and Hierarchical routing 

4.1 Flat Routing 
 In flat routing each node of the network is assigned the same 

task. To produce the final result different nodes with same 

tasks co-operate with each other. Because of the large number 

of nodes global addressing is not possible and the result is 

passed on the basis of some query. This technique of 

dispatching result according to query is known as date-centric 

approach as the data is dispatched according to some 

attributes. For example [Temp 60*F], only the node which 

senses the temperature >60*F transmits the result to BS. 

There are many protocols which fall in this category. 

4.1.1 Sensor Protocol for Information via 

Negotiation (SPIN) 
In SPIN family of protocols the information is passed to all 

nodes in the network on the assumption that each node has 

equal capability of computation & communication [5]. This 

class use data-negotiation & resource adaptive algorithms. 

SPIN collects Meta- data from different nodes; a unique ID 

may be given to this Meta- data for avoiding redundant data. 

SPIN is a Periodic protocol means it works on the basis of 

time, produce result after a particular period of time, whether 

or not there is a need of data. 

Two Basic Ideas of Design:-  

1. To save the energy it only sends the sensed data instead of 

sending all the information. 

2. It overcomes the disadvantage of flooding & gossiping 

protocols which is redundancy of data because of overlapping 

ranges of neighboring nodes. 

SPIN protocol is a three-phase protocol which works in three 

steps. These steps are in the form of messages.  i)ADV-

(Advertisement), ii) REQ- (Request), iii) DATA- (Original 

Content).The working starts with the advertisement phase.  

 ADV: - The sensor node in the network which have some 

new data to share, advertize that data to its neighboring nodes 

with the help of ADV messages.   

REQ: - After listening to the ADV message the neighboring 

nodes came to know about the data of their interest from the 

advertisement. If no data of their interest is found, they avoid 

the ADV message otherwise data is requested by the node 

using the REQ message. 

DATA: - After getting the request message from the neighbor 

the sender node sends the data packet to that node. This 

packet is identified by a unique id. 

SPIN2 is another protocol of spin family which is a resource 

awareness protocol. It uses a lower limit of energy known as 

threshold value, if the energy level is below this threshold 

value the protocol denies to participate in the communication, 

but if the energy level is greater than the threshold it works 

using the above mentioned three phases. SPIN provides better 

efficiency than the flooding and gossiping protocols. 

4.1.2 Direct Diffusion 
In WSN Direct diffusion is known for its data aggregation 

operation. It is Data-Centric communication based application 

oriented protocol. Here attribute-value pair is used to 

represent the result from sensor and the query from the base 

station. In this protocol energy of the sensor nodes is 

preserved with the help of aggregation mechanism. It collects 

the result from the different sensor nodes, aggregates the 

result, remove the redundant data to minimize the number of 

transmissions of same data repeatedly, which as a result 

reduce the energy consumption of the network. Direct 

Diffusion is a multiple-source-single-sink protocol, which 

defines the path from multiple sensor nodes to single base 

station. The BS sends the query to sensor nodes by 

broadcasting which contains the data of interest. 

Interest: - It is the task which the BS requires and is 

accomplished by the sensor nodes. The interest is different for 

each sensor node, and each node forwards its interest to its 

neighbors. The interest moves from node to node throughout 

the network and the nodes through which the interest passes 

forms the gradients of the interest. 
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Figure 2. Formation of interest and gradients 

Gradient: - It is an attribute-value pair and is based on the 

interest requested by the base station. A direction vector is 

associated with this attribute-value pair to give the direction 

of movement of the gradient. These gradients are formed from 

source to destination. Multiple paths are defined for all sensor 

node which participate in the interest of the sink (BS). 

Data dissemination: - After paths are set from the source to 

the destination with the help of gradients, the least cost path is 

selected and data is transferred from source to the sink. 

BS refreshes itself after a particular period of time and sends 

the interest again to the network. This is repeated until it gets 

the full information. 

4.1.3 Rumor Routing 
Rumor routing is an alternative approach to direct 

diffusion[1]; it also contributes to the energy conservation of 

sensor nodes. The algorithm is based on the agents and events. 

The algorithm queries for the data only to nodes which know 

about the data instead of flooding the whole network. 

Broadcast is based on the events. An event is a small amount 

of change in the surrounding of a sensor node. Each node has 

an event table where record of all the events which have been 

sensed by the node is kept. When a node observe an event 

around it, it checks the event table, if the same event has 

already been listed no change takes place. Iif there is some 

new event then the node updates the events table. 

Based on the event the node generates a data packet known as 

“Agent”. This agent is then forwarded to all neighbors of the 

node which has generated the agent. The neighbor nodes adds 

the agent to their events table along with the identification of 

the node from which the event has came. BS queries to those 

nodes only that have generated the agents in the network 

instead of flooding the whole network. Nodes which has result 

related to the query immediately respond to the BS. Unlike 

direct diffusion where multiple paths have formed from 

source to destination there is only one path from source to 

destination. The main drawback of the protocol is the 

consumption of energy in maintaining the events table. 

4.1.4 Minimum Cost Forwarding Algorithm 

(MCFA) 
This algorithm is very simple which is similar to the Distance 

Vector Routing algorithm of Ad-hoc networks [29]. This 

algorithm is based on the assumption that two ends, source 

and destination of the network are always fixed at their 

locations, and we only have to find a path from source to the 

destination. Instead of events table, the routing table is 

maintained which contains the least cost path from source to 

destination. Each node proactively determines the least cost 

path from source to destination and store this path to its 

routing table. 

BS broadcasts the message to all sensor nodes of the network. 

In the network each node and the link through which they are 

connected assumed to have some cost associated with them 

which helps to calculate least cost. The message broadcasted 

by the BS have initial cost set to zero and every other node in 

the network have initial cost set to infinity. When a query 

message reaches to a node, it calculates of costs associated 

with the message and link from which it has been received. If 

the calculated cost is less than the estimated cost, the cost at 

the node and the cost associated with the message are 

updated. 

There is a drawback of this algorithm, a number of updates 

may take place within a second all having the same cost, then 

it is difficult to choose the best path. To prevent this problem 

a back-off algorithm was designed which makes sure that the 

update will take place only after a certain amount of time that 

is C*Lc, where C is some constant and Lc is the cost 

associated with the link from where last update have been 

received. After getting the query message a node checks 

whether or not it has the least cost path to the destination. If it 

has it sends the result to the destination, but if not then it 

rebroadcasts the message to its neighbors, this process is 

repeated till a path to destination has been discovered. 

4.1.5 Gradient Based Routing (GBR) 
GBR is also an enhancement of direct diffusion [1]; its 

working is same as of MCFA which maintains the least cost 

path. Likewise GBR has to track the number of hops through 

which the interest has propagated in the network. 

Some terms of interest in this scheme:  

Height of node: - It is the minimum number of hops which a 

packet passes from a node to base station. 

Gradient:- The difference between the height of a node to that 

of its neighbor is considered as gradient. A packet which 

travels from source to destination is forwarded on the path 

whose gradient is largest. 

Relay node: - Relay node is the crossing point from which 

multiple paths to the destination have been passed. 

Three basic schemes of gradient based routing:-  

a) Stochastic scheme: - There may be a possibility that two or 

more links have the same gradient. The problem is to choose 

one of these with similar gradients. According to stochastic 

scheme the node selects any instant gradient to forward the 

packet. 

b) Energy based scheme: - In this scheme when the energy 

level of the node goes below the threshold value the node 

increases its height to increase its gradient. 
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c) Stream based scheme:- The nodes which are busy in 

routing some stream of data are not considered for the route of 

some other scheme. 

The above defined schemes are used in a multiple path 

algorithm. 

4.1.6 Information Driven Sensor Querying (IDSQ) 

and Constrained Anisotropic Diffusion 

Routing(CADR) 
The principle of this algorithm is to route the data in the 

network in such a way so that information gain is maximized 

and total delay is minimized. Some criterion is applied to 

information before querying the information. BS first decides 

an event for which it is going to query, then it checks out 

which node are near to that specific event area. Only the 

nearby nodes in the area of interest are used for routing and 

the routes from active nodes to the base station are updated 

periodically.  

CADR allows each node to estimate a cost per information 

gradient, and the information which cost less and sufficient 

for use is then forwarded to the sink node. In addition to 

CADR, the IDSQ also finds the nodes which can be more 

beneficial to the user i.e. which can provide additional and 

significant information based on the query. It selects a single 

node from those which are selected by CADR and establishes 

a path from that node to the sink. 

4.1.7 Cougar 
The basic idea of COUGAR is to hide the query processing 

from the network layer operations. To achieve this objective 

of abstraction COUGAR use declarative queries i.e. queries 

which can explain itself to the network. These queries have 

been already declared in an additional layer called query layer 

which is put in between the network layer and the application 

layer.  

COUGAR uses inbuilt data aggregation function of the 

network. From different nodes in the network a node with the 

higher computational power is selected as the leader node, 

whose task is to perform data aggregation and data 

transmission. BS provides a leader selection and route 

management mechanisms to network nodes. BS refreshes the 

query periodically and with this leader node and route 

information are also updated. Main drawback of COUGAR is 

implementation of an additional layer, the query layer which 

consumes extra energy. 

4.1.8 Active Query Forwarding In Sensor Network 
Active Query forwarding in Sensor Networks [30] AQUIRE 

algorithm uses the concept of distributed database and sub 

queries. The more complicated and large queries are 

decomposed into small, simple  and easily manageable sub 

queries. 

Each node in the network has some cached information. BS 

sends sub-queries to the sensor nodes upon receiving the sub-

query each node first checks its cache for a solution. If it has 

some information about the query it attaches the information 

with the query and forwards the packet to its nearest neighbor 

which is within the boundary of the network. If a node does 

not have any information it then collects that from its 

neighbors. There is an aggregator node whose task is to 

collect the information from different nodes and forwarding 

the result to the base station. 

 

4.1.9 Energy Aware Routing 
The main objective of the protocol is to minimize the energy 

consumption of a sensor node in its basic operations for 

increasing the life time of the sensor node. It looks like direct 

diffusion but is different in that it is responsible for providing 

a set of optimal paths from source to destination rather than 

providing single optimal path. The determination of the set of 

optimal paths is done by a probabilistic mechanism. The low a 

path consumes the energy increased is its probability to be 

added in the optimal path set. 

Now work is being carried out on power-aware routing 

protocols for wireless networks [39, 40, 41]. Here in these 

protocols, optimal routes are selected based on the energy at 

each node along the route. Routes that are longer but use 

nodes with more energy than the nodes along the shorter 

routes are given preference. This approach avoids hot-spots in 

the network, where a node is used frequently to route other 

node‟s data, and it helps in distributing energy dissipation 

evenly. 

One method of choosing routes is to use minimum 

transmission energy (MTE) routing [35, 36]. In this approach, 

the intermediate nodes are chosen in such a way so that the 

sum of squared distances (and hence the total transmission 

energy, assuming a d2 power loss) is minimized; therefore for 

the configuration shown in Figure 1, node A would transmit 

to node C through node B if and only if: 

Etransmit(d = dAB) + Etransmit(d = dBC) < Etransmit(d = dAC)  (1) 

 

 

                           

 dAB 

 dBC 

  dAC 

 

Figure 1 : Nodes for MTE 

MTE runs a start-up routine to determine its next-hop 

neighbor. This approach of choosing routes minimizes the 

transmit energy required to feed the data to the base station. 

Data are passed to each node's next-hop neighbor until the 

data reaches the base station. When nodes run out of energy 

the routes are determined again to ensure connectivity with 

the base station. 

 The working of EAR protocol is based on the assumption that 

each node in the network can be given an address to represent 

its type and position in the network.  The query is flooded into 

the network to establish a communicational connection. Once 

the connection is established all the possible routes from 

source to destination are determined. 

Now each route is chosen and its energy cost is calculated, 

and the path with lowest energy cost is added first to the 

optimal path set. By repeating the same process the optimal 

path set is completed. Each node maintains a forwarding table 

which assists it to forward data to its neighbors through the 

optimal path. 

 

 

 

B 
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4.2 Multi-Hop Routing 
Routing protocols for networks connected with wire falls into 

two classes: distance vector routing and link-state [42]. 

Distance vector gets route packets by having each node pass 

distances to its neighbors, who then selects the shortest path to 

a given destination and store this information in a routing 

table. When packet come to the node, the node sees its routing 

table to get the next hop node to send the packet to its 

destination. In link-state protocol nodes spread the entire 

topology map and individual nodes use a shortest path 

algorithm (like Dijkstra's Algorithm) to find the best path to a 

given destination. These routing methods are used in wireless 

networks with little modifications, resulting in destination-

sequenced distance vector (DSDV) and ad hoc on-demand 

distance vector (AODV) routing protocols.  

But there are problems with using these routing approaches in 

wireless networks. The periodic messages needed to maintain 

valid routes may not only increase the traffic on the network, 

they may also deplete the limited battery power of a portable 

node. Dynamic source routing (DSR), handles this by creating 

routes on an on-demand basis [14]. This reduces the amount 

of efforts required for creating routes, at the expense of 

latency in searching a route when it is required. These are ad-

hoc, self-configuring protocols, which handles node failures 

effectively. 

Work has been done on “minimum-energy" routing protocols 

to extend the lifetime of the small devices in a wireless 

network. Like, there is an approach for selecting multi-hop 

paths to reduce the power dissipated in the nodes along the 

path. In these techniques, an intermediate node is used as a 

hop if and only if it minimizes the total energy compared with 

without using this middle hop node. In another similar 

approach, the authors observe that in a wireless network, data 

communication between neighboring nodes causes 

interference, which can reduce performance. Hence, they 

selected paths to minimize energy dissipation subject to a 

minimum interference criterion. 

4.3 Hierarchical Routing 
Hierarchical routing is also known as cluster based routing[3]. 

In this type of routing the nodes with higher energy are used 

for computational and communicational purpose, while the 

nodes with low energy are used for sensing purpose. It is more 

efficient technique as compared to flat routing. Data is 

aggregated at cluster level which decreases the number of 

packets being sent from source to destination, which in turn 

decrease the consumption of energy. Use of cluster heads is 

an important feature of hierarchical routing. 

In terms of cluster formation there are two different 

approaches. In one approach, each node broadcast in a certain 

region its properties (id, node degree, residual energy etc.), 

after which an election process is executed to choose the 

cluster head [37], [38]. This approach generally assures 

regular cluster size and full node coverage, but at the cost of 

high communication overhead. In another approach, the 

clustering algorithm is triggered at regular intervals to select 

new cluster heads. At each interval, the clustering process 

uses a certain number of iterations to finally get the desired 

cluster head. If the minimum probability of a node becoming 

a cluster head is p, it takes N <= [log21/p]+1 steps for the 

election algorithm to stop (N = 6-15 iterations for average 

scenarios). During each iteration, a designated cluster head 

generates broadcasting messages, resulting in a total message 

cost (for setting up the cluster ) to be of order N * n, where n 

is the total number of nodes in the network. This results in 

significant energy consumption, given that the election 

process is called repeatedly to achieve load balancing. 

Another approach, such as the one used in [11], is to specify a 

certain probability for each node to become a cluster head, 

and the node which turns out to be cluster head announces 

itself through flooding. This approach has lower message 

overhead, but cannot assure uniform cluster head distribution 

and complete coverage of all non-cluster nodes. Therefore, the 

nodes not covered by any cluster heads have to send their 

messages directly to the sink, significantly increasing the total 

message cost. 

Since cluster heads require more energy for communication 

and computation, cluster head rotation is an important step of 

any clustering scheme. For most of the clustering schemes, 

rotation involves re-election of cluster heads, which requires a 

lot of efforts. With well designed rotation sequence, the role 

of cluster heads can be uniformly distributed to all sensors in 

the network. 

5. CONCLUSION 
In flat routing each node of the network is assigned the same 

task. Different nodes with same tasks co-operate with each 

other to give the final result.  

Whereas in hierarchical routing the nodes with more energy 

are used for computation and for communication, while the 

nodes with low energy are used for sensing purpose. It is more 

efficient technique as compared to flat routing. 
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