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ABSTRACT 

This paper focuses on performance optimization of  
network by using co-located domain name systems. The  

study involves understanding of the flow of traffic from  
source to the destination, load balancing among servers  
evenly in order to provide sufficient quality of service to  
end-users, and the need of co-located DNS is because it  
picks data from the nearby available servers. Performance  
of co-located DNS will be measured and analyzed so that  
better solution can be proposed and various tools for  
analyzing and monitoring are to be used for measurement  

and analysis purpose. They can measure and analyze the  
response time for the input, latency, bandwidth, flow of  
traffic, delays etc. so that the promising solution in terms  
of   performance,   scalability   and   availability   may   be  
suggested. 
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I. INTRODUCTION 

The “Domain Name System” was created in 1983 by Paul  
Mockapetris. The Internet users use DNS to reference  

anything by name on the Internet. The mechanism by  
which Internet software translates names to addresses and  
vice versa is called the domain name server. IP assigns 32- 
bit addresses to hosts (interfaces). Binary addresses are  
easy for the computers to manage. All applications use IP  
addresses through the TCP/IP protocol software [11, 12]. IP  
addresses are difficult for humans to remember. Thus, the  
domain name systems are important.  Domain names  

comprise a hierarchy so that names are unique, easy to  
remember. 

Domain Name: A domain name is the sequence of  
labels from a node to the root, separated by dots (“.”s),  
read left to right. The example of domain name is as  
follows: 

-   punjabiuniversity.ac.in 

-   google.com 

-   yahoo.com 

-   microsoft.com 

-   rediffmail.com 

Sub-domain: One domain is a sub-domain of another if its 
domain name ends in the other‟s domain name. Consider the 
website 

punjabiuniversity.ac.in 

 

In this, punjabiuniversity.ac.in is a subdomain of  

 •  ac.in 

 

which is futher a sub-domain of  

 •  in 

In the same way, google.com is a sub-domain of com. 
 

II. DNS NAMING STRUCTURE 

The DNS is arranged  
as a hierarchy[6]. At the top of the hierarchy is the root  
domain "." which is administered by the Internet Assigned  
Numbers Authority (IANA)[1]. Administration of the root  
domain gives the IANA the authority to allocate domains  
beneath the root. The process of assigning a domain to an  

organizational entity is called „delegating‟ and involves 
the  
administrator  of  a  domain  creating  a  sub-domain  and  
assigning the authority for allocating sub-domains of the  
new domain the sub-domain's administrative entity. eg. 

fred.abcd.edu.au 

is the  name of a  host  system  (fred)  within the abcd  
University,   an   educational  (edu)   institution   within  

Australia (au). 

The majority of country domains are sub-divided into  
organizational-type sub-domains[7,8]. In some countries  
two character sub-domains are created (eg. ac.nz for New  
Zealand  academic  organisations)  and  in  others  three  
character sub-domains are used (eg. com.au for Australian  
commercial organisations)[2]. Regardless of the standard  
adopted each domain  may  be delegated to a separate  

authority. Thus, DNS Naming Structure consists of as  
follows: 

•  Top level domains (TLDs) - These are defined by 

global  authority.  Top  level  domains  are  as follows: 

-   com 

-   org 

-   edu 

•  ccTLD: These are the country code TLDs. Some 

of the ccTLD‟s are as follows:  
 -   in 
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-   uk 

-   as 

•  2nd Level Domains: 2nd Level domains are as 

follows:  

 -   ac.in 

-   google.com 

The various Top-Level Domains are as follows:  
  

 

 

 

 

 

 

 

 

 

 

 

Table1: Top-Level Domai ns DNS Name  
space:DNS name space   is the hierarc hical structure of the  
domain name tree. It is defined such that the  names of all  
similar components must be similarly structured, but similarly 
identifiable[9,10]. The full DNS name must point to a particular 
address. 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig 1: DNS Namespace 

 

 

The above hierarchical tree of domains contains:  
 -   Root 

-   Top level domains (gov, edu, com, fr,  

 org, uk etc.) 

-   Some   countries   have   sub-domains  
 denoting  organisation  type (eg.  ac.uk,  
 co.uk) 

Sub-domains   generally   for   specific  
 organisations  (e.g.  dell.com, 

microsoft.com etc.) 

Sub-domains  within  organisation  (eg. 

oucs.ox.ac.uk) 

Technically, a domain is the part of the name space at or 
below the domain name identifying the domain. 

Consider the following image of DNS namespace of the 
Internet: 

 

 

 

 

 

 

 

 
 

 

 

 

 

 

 

 

 

 

Fig. 2: DNS Namespace 

The salessrv1 and salessrv2 are host names of the hosts  
configured in the sales.ucertify.com domain. The fully  
qualified domain name (FQDN) of the host salessrv1 is  
salessrv1.sales.ucertify.com. No two hosts can have the  
same FQDN. 

 

Country Code Domains: A country code top-level domain 

(ccTLD) is an Internet top-level domain generally used or 
reserved for a country, a sovereign state, or a dependent  
territory.  Some  of  the  concepts  about  the country code 
domains are as follows: 

• Top level domains are US-centric. 

• Geographic TLDs used for organizations in other 

countries: 

 

 

 

http://en.wikipedia.org/wiki/Internet
http://en.wikipedia.org/wiki/Country
http://en.wikipedia.org/wiki/Dependent_territory
http://en.wikipedia.org/wiki/Dependent_territory
http://en.wikipedia.org/wiki/Dependent_territory
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TLD Country 

.uk United Kingdom 
.fr France 

.ye Yemen 
 

• Countries define their own internal hierarchy: 

gov.ye, 

   org.ye, net.ye, edu.ye and com.ye are used for 

 organizations in Yemen 

Second-Level Domains: 

 

 

 

 

 

 

 

 

 

 

Fig 3: DNS Naming Structure Example 

 

 

 

 

 

 

 

 

Fig 4: Step 1 DNS Servers work 

 

 

 

 

 

 

 

 

 

 

 

      Fig 5: Step 2 DNS Servers work 

 

 

 

 

 

 

 

 

 

Fig 6: Step 3 DNS Servers work 

 

 

 

 

 

 

 

 

 

 

Fig 7: Step 4 DNS Servers work 
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Fig 8: Step 5 DNS Servers work 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig 9: Step 6 DNS Servers work 
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• Within every top-level domain there is a huge list 

of 2nd level domains. 

•  For example, in the COM second-level domain, 

we've got: 

-   yahoo 

-   msn 

-   microsoft 

-   plus millions of others. 

DNS  naming  structure  Example:  The  DNS  Naming 
Structure example is as follows: 

How DNS Servers work? 

Given below is the working of DNS on the web:  
You type http://www.google.com into your web browser and hit 

enter. 

This involves various steps, which are as follows along with the 
diagrams: 

Step 1: The computer(PC) sends a resolution request to its 
configured DNS Server, typically at your ISP. 

Step 2: Your ISPs recursive name server starts by asking one of 
the root servers predefined in its “hints” file[3]. 

Step 3: Your ISPs recursive name server then asks one of the 

“com” name servers as directed. 

Step 4: Your ISPs recursive name server then asks one of the 
“google.com” name servers as directed.  

 

Step 5: ISP DNS server then send the answer back to your 
PC[5]. The DNS server will “remember” the answer for a 
period of time 

Step 6: Your PC can then make the actual HTTP request to the 
web server. 

 

III. DNS ORGANIZATIONS 

The various points about DNS organisations are as 

follows: 

•  Internet  Network  Information  Center(INIC)  - 

This is US government owned. 

•  INTERNIC formerly handles all domain name 

registration 

-   www.internic.net 

•  Network Solutions, a private company, processed 

the registrations. 

•  Several companies can register domains on their 

website. 

•  ICANN - The Internet Corporation for 

Assigned 

Names and Numbers, is a non-profit 

corporation that is designated by the U.S. 

Government to coordinate  certain  Internet  

technical  functions, including  the  

management  of  Internet  domain name 

system 

      ICANN has the website - http://www.icann.org 

IV CO-LOCATED DNS 

Colocation  is  the  placement  of several entities at several locations. 

Thus, placement of several  DNS  at  various  locations  is  called  

Colocated  

DNS[4]. 

The example of the co-located DNS is as follows: 

-   In the online railway booking system, 

the user booking from north region will  

be directed to the dns in the northern  

zone. 

-   In the same way, the user booking from  

 south region will be directed to the dns 

in the southern zone. 

-   The users from one region very rarely  

 book tickets from other region. 

•  Thus, there is the need of the 

co-located DNS. 
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