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ABSTRACT 

The vehicular movement is very versatile in nature and 

produces a lot many movement patterns on the roads followed 

by the individual vehicle or group of vehicles. The vehicular 

networks are constructed in order to collect and share the 

information to and from the vehicles across the given area. 

The urban traffic management is the major source of the 

congested traffic pathways. Hence, the urban traffic requires 

the better management to avoid the traffic jams or snarls 

across the city highways. In this paper, we have proposed the 

method to detect and prevent the collision in the urban traffic 

by utilizing the distance based hurdle evaluation modules. The 

proposed model is equipped with several factors for the 

collision detection along with several movement pattern 

combinations. The proposed model is based upon the multiple 

active distance factors for the position evaluation of the other 

vehicular nodes or obstacles in the VANET cluster. The 

experimental results have been obtained in the form of various 

performance factors. The robust performance has been 

recorded for the proposed model in the form of  End-to-End 

transmission delay, packet loss, number of hello messages on 

RSU and vehicles. 
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1. INTRODUCTION 
VANET is a vehicular ad hoc network. In VANET the cars or 

vehicles are moving as nodes during a network to make a 

mobile network. In a VANET each collaborating and involved 

vehicle act as a node or wireless router, and allowing them to 

create a wide range network between hundred to three 

hundred meters distance. When the automobile away from of 

the signal range then the automobile fall out of the network 

and another new upcoming auto –mobile will take part, due to 

the connectivity of automobile to one to another automobiles 

make a mobile internet. For a safety function estimated that 

the first system of this technology will integrate in fire and 

police vehicles [1].  

1.1 Intelligent Transportation System 

(Intelligent VANETs) 
1.1.1 Inter Vehicular Communication 
Vehicular ad-hoc network is additionally known as intelligent 

transportation system (ITS). In vehicular ad-hoc network the 

vehicles communicate with one another known as node to 

node (N2N). It is also known as interring vehicular 

communication. 

 

Fi

gure 1: Inter vehicle communication [2] 

It is the communication between nodes or cars. In inter node 

or automobile communication there two types of message 

forwarding techniques are used: The first one is Naïve 

broadcasting and second one is intelligent broadcasting. In 

naïve broadcasting, vehicles send broadcast messages 

periodically. When the message comes from a front vehicle, 

then the vehicle which receiving it sends its own broadcast 

message to vehicles behind it. The demerits of this technique 

are that the massive variety of message broadcasting are 

generated because of that the message collision or crash 

happens and also the message delivery rate become slow. In 

other word the large bandwidth is used. The other hand in 

intelligent broadcasting, if the vehicle finds that they receives 

identical message from behind, it assumes that a minimum of 

one vehicle within the back has received it and stop 

broadcasting.  

1.1.2 Vehicle to Roadside Communication: 
The vehicle-to-roadside communication configuration 

represent Single hop broadcast. In vehicle-to-roadside 

communication the roadside equipment or unit sends a 

broadcast message to all or any equipped nodes or vehicles 

within the surrounding location or area. 

 

Figure 2: Vehicle to roadside communication [2] 

The vehicle-to-roadside communication configuration supply 

large bandwidth link between vehicles and roadside units 

(RSU). The road side units (RSU) could also be placed each 

kilometer or less and road side unit also allow high data rates 

to be maintained in massive traffic. For example, once 

broadcasting dynamic speed limits, the road side instrument 
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can verify the suitable speed according its internal traffic rules 

and timetable. The messages are broadcast at particular time 

interval by roadside unit including the speed limit and can 

compare any geographic or directional limits with automobile 

or vehicle data to work out if a limit speed warning applies to 

any of the vehicles within the enclosed location or area. If a 

driver of vehicle break the rule of the speed limit and violates 

it, then broadcast are going to be delivered a message to the 

vehicle within the type of auditory or visual warning and 

requesting driver that they ought to decrease their speed [2]. 

2.  LITERATURE REVIEW 
Razzaque Mohammad Abdur et al. (2014) have proposed the 

Mobility Pattern Based Misbehavior Detection to Avoid 

Collision in Vehicular Adhoc Networks [3]. According to the 

paper misbehavior detection scheme (MDS) and 

corresponding framework based on the mobility patterns 

analysis of the automobiles in the vicinity of concerned 

automobiles. Initial simulation results demonstrate the 

potential of the proposed MDS and framework in message’s 

correctness detection, hence its corresponding applications in 

collision avoidance. 

Zhang Linjuan et al. (2013) have proposed a multilevel 

information fusion approach for road congestion detection in 

VANETs [4]. According to the paper, the authors have 

proposed a multilevel information fusion approach by 

combining the fuzzy clustering based feature level 

information fusion (FCMA) and the modified Dempster–

Shafer evidence reasoning-based decision level information 

fusion (D-SEMA). The FCMA can extract the key features 

from atomic messages, thereby greatly reducing the network 

traffic load. Furthermore, the D-SEMA mechanism is used to 

judge whether the road congestion event occurs. 

Ghaleb F. etal. proposed (2013) “Security and Privacy 

Enhancement in VANETs Using Mobility Pattern”[5]. 

According to the paper in a VANET  a mobility pattern based 

mistreatment detection approach. The offender is 

often categorized as outsider and insider. Outsider is a type of 

interrupter goal to intercept, wrong use or interrupt of the 

communications link between VANET’s nodes. Insider, on 

other hand could be a legitimate node would possibly 

intentionally or unintentionally create unauthorized or 

undesirable acts (Mistreatment), like update or change, 

fabricate, drop the messages additionally to, and impersonate 

different node identities. 

Prasad O. et al.  Proposed (2012) “Cross Layer Optimization 

of VANET Routing with Multi-Objective Decision 

Making”[6]. According to the paper Vehicular Ad-hoc 

Network (VANET) and alternative mobile ad-hoc (MANET) 

network has completely different characteristics from each 

other. Because of the dynamic position of the automobile the 

routing becomes a complicated issue because they behave as 

routers and radio links are connected with purchasers. First 

 he suggest CO-GPSR (Cooperative GPSR), updating of 

older GPSR (Greedy Perimeter Stateless Routing) that uses 

relay nodes that exploit radio path diversity during a 

vehicular network to upgrade routing performance. Then he 

formulates a Multi-objective decision making issue to 

pick optimum packet relaying nodes to upgrade the routing 

performance additional.  

Dias .A.J. et al. proposed (2011) “Test bed-based Performance 

Evaluation of Routing Protocols for Vehicular Delay-Tolerant 

Networks” [7]. According to the paper on VDTNs the test bed 

performance valuation of DTN-based routing protocols is 

used. The target have judge and perceive however common 

routing ways go through in distributed or divided 

opportunistic transport network situations. The paper is 

representing Spray and Wait protocol. In networking the 

physical process of moving of vehicle or automobile 

and opportunistic connectivity to vehicle data between 

disconnected elements is the idea of this protocol. According 

to suggested protocol the buffer size is decreased as a result 

of this protocol accomplished the flooding sending single 

copy of message however affected from long delivery delay. 

3.  OBJECTIVES 
1. To design the mechanism for detection of point of 

collision. 

2. To design the mechanism for the collision 

prediction using the movement analysis of vehicle 

node. 

3. To design the mechanism to avoid the prediction 

collision by altering the movement vehicular. 

4. To implement the security mechanism in Network 

Simulator 2 (NS2). 

5. To obtain and analyze the results. 

4. METHODOLOGY 
1. We will start our research project by conducting a 

detailed literature review on the prankster attack in 

case of selfish driver in VANETs to know the 

problem in detail. 

2. A detailed security mechanism would be designed 

to prevent the prankster attack in VANETs. 

3. The simulation would be implemented using 

Network Simulator (NS2). 

4. The obtained results would be examined and 

compared with the existing security mechanism to 

address the similar issues. 

5. Waterfall development method is ideal for projects 

with clear task formalization and fixed scope of 

work like this research work, i.e. for small and 

medium-size projects.  

6. Waterfall methodology comprises the following 

steps: working out system requirements and 

drawing up. 

5. RESULTS AND DISCUSSION 
The results from the simulation has been obtained in the form 

of various performance parameters which includes the End-to-

end delay, Packet Loss, No. of Hello Messages (HM) at RSU, 

No. of HM transmitted when 100% vehicles are in hazard 

zone and Throughput. Packet loss increases the 

retransmissions and hence the network load increases which 

ultimately gives a rise to end to end delay. The proposed work 

has been entirely based upon the detection and updating of the 

hurdles in the vehicle paths which are responsible for flooding 

data and delivering wrong information and the membership of 

nodes within the VANET cluster. For the updates, the 

vehicles flood the data in the cluster, due to which the 

network load increases than the normal situations. The aim of 

this research is to lower the data volume during the detection 

and updating periods in comparison with the existing 

schemes. The proposed model has been designed with the 

communication efficiency, which controls the data volumes 

during the proposed work simulation. 
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Figure 3: End-to-End Delay 

The transmission delay is the parameter which indicates the 

total time taken by a packet to travel across the transmission 

link. The delay is added at the maximum rate of 0.064 

microseconds in the given simulation, which indicates the 

ideal data transfer across the given simulation. The 

transmission delay indicates the network latency caused due 

to the load across the path. The above graph indicates the 

comparison with the existing model results which have a 

maximum delay of 15. So, delay is reduced a lot and network 

performance is far much better than the existing scheme.  

 

Figure 4: Packet Loss 

The data loss is the parameters indicator of the loss of the 

packets due to the traffic flow overheads or the bottlenecks. 

The proposed model records the constant delay after the 

network convergence period. The packet loss has been 

recorded at less than 0.4 %, which is considerably very low. 

The low packet loss indicates the effectiveness of the 

proposed model in comparison with the existing model which 

has a variable packet loss at a maximum rate of 9 which is 

very high in comparison. 

 

Figure 5: Number of HM Received at RSU 

Number of HM received at RSU is the total number of Hello 

Messages received at RSUs for making connections with 

nodes which includes a new connection and connection after 

any disconnection. Thus, high network performance is 

obtained as the total load for connectivity at RSUs is 2 

messages only.  

 

Figure 6: Number of HM Transmitted by Vehicles when 

100% Vehicles are in Hazard Zone 

Number of HM transmitted by vehicles to each other or to the 

RSUs when all the vehicles are in hazard zone and needs 

timely delivery of messages is reduced from 20 (existing) to 

12 (proposed) which increases the reliability and decreases the 

network load for a better performance in real time scenarios. 

The table given below contains comparison values between 

the existing and proposed schemes against the parameters of 

End-to-End Delay, Packet Loss, Number of HM received at 

RSU Number of HM transmitted by vehicles when 100% 

vehicles are in hazard zone: 

Table 1: Comparison Values of Various Parameters with 

the Existing Model 

Sr. 

No

. 

End-to-End Delay Packet Loss 

 Existing     Proposed Existing Proposed 

1 0 
 

0 
 

    0 
 

0 
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2 3.5 0.054043652 5 0.4 

3 7 0.057930573 6 0.4 

4 10.5 0.058366259 8 0.4 

5 15 0.064048666 9 0.4 

 

Table 2: Comparison Values of Various Parameters with 

the Existing Model 

 

Sr. 

No 

 

No. of HM Received at 

RSU 

 

No. of HM transmitted by 

vehicles when 100% 

vehicles are in hazard Zone 

 Existing Proposed Existing Proposed 

1 0 0 0 0 

2 5 2 5 5 

3 10 2 10 7 

4 11 2 15 10 

5 11 2 20 12 

 

6.  CONCLUSIONS 
The proposed model has been designed to deploy the 

collision-free environment in the vehicular ad-hoc networks 

(VANETs). The proposed model has been designed for the 

detection of the hurdles produced by the variety of reasons 

such as mud slides, tree falling, hill sliding, traffic jams or 

collisions occurred due to node failure and attacks. The 

proposed model uses the stationary hurdles tracing with long 

range decreasing distance with 100-meter prevention 

perimeter. The backup path is calculated once the hurdle is 

detected to avoid the hurdle area over the roads. The distance 

of 100-meter has been also utilized as the preventive measure 

for the purpose of collision detection to avoid the area of 

collision over the road. Also, the proposed model has been 

empowered for the long range connectivity with the area of 

blank RSU connectivity by enabling the node-to-node and 

node-to-RSU model. The vehicular node connects itself with 

the neighboring node while the RSU is not in range with the 

assurance of the vehicular node it is being connected with 

some of the RSU. The proposed model has been evaluated on 

the basis of various performance parameters. The proposed 

model has performed better than the existing models. The 

experimental results have proved its efficiency which is 

obtained by AODV and EDHRP. With the help of EDHRP, 

network overhead is highly reduced and high reliability is 

achieved. 

7. FUTURE SCOPE 
The proposed model can be enhanced in many ways. The 

proposed model can be improved by using the location based 

distributed hash tables to manage the local connectivity in the 

continuous connectivity scenario. The region-wise non-

overlapping blocks based distributed hash tables can be 

utilized for the regular connectivity as well as the backup path 

information. Also the swarm intelligent solution can be 

employed for the bio-inspired intelligent and complex 

solution calculation for the smoother vehicular movement. 

The proposed model can be enhanced for the security of the 

extended transmission range links through the one-hop nodes. 

Also the more bypass routing methods can be applied to the 

real time VANET application of the proposed model to create 

a highly robust and flexible security and movement 

management model. 
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