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ABSTRACT
VANET is an emerging technology which has taken enormous attention for researcher in the past few years. But due to its high mobility and frequent disconnected characteristics, it’s very tough for routing protocols to disseminate data for wireless communication. No single protocol for VANET is able to meet every traffic scenario. Therefore, design of routing protocol is important aspect for efficient data dissemination in any kind of ad-hoc networks (V2V). So, we need to analyze the performance of each routing protocols for better routing. This paper present the comprehensive study and performance analysis of AODV, DSR and GSR routing protocols in VANET for vehicle-to-vehicle and vehicle-to-roadside communication.
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1. INTRODUCTION
For communication between vehicles by wireless technology in Vehicular Ad-hoc Networks (VANET) is a challenging task due to their dynamic nature. VANET is a form of mobile ad hoc wireless networks (MANET) which is a component of Intelligent Transportation Systems (ITS). VANET provide wireless communication between vehicle to vehicle and vehicle to roadside for efficient data transmission. In vehicle to vehicle communication (V2V), vehicles are equipped with common range to communicate among themselves. But, in vehicle to roadside (V2R) vehicles communicate through enabled access points on the network which causes a lot of additional overhead and delay [1]. The main advantage of vehicular ad-hoc network over cellular network based approach is rapid deployment, robustness, flexibility etc. In VANET, the purpose of V2V and V2R is that V2R provides better service sparse networks and long distance communication, whereas V2V communication provide direct communication for small to medium distance and at locations where roadside side access points are not available. It is emerging as a new technology to integrate the capabilities of new generation wireless networking to the vehicles.

Similar to Mobile ad-hoc network, VANETs should not require any special kind of hardware infrastructure to control network stability. They require that communication nodes (running inbuilt protocols) execute functions normally which is handled by routers. As if we increase the number of highly mobile nodes, the limitations of controlling such kind of networks become impossible. Thus, one would like to find the volatile topology of the vehicular nodes some properties which remain stable for relatively some periods of time and use them for forming useful protocols. In Vehicular ad-hoc network, each vehicle take on the role of sender, receiver and router to broadcast information to the vehicular network or transportation agency, which then uses the information to ensure that whether the road is traffic free or not. For communication to occur between vehicles and roadside units (RSUs), vehicles must equipped with some sort of radio interface or Onbord Unit (OBU) that enables short-range wireless ad hoc networks to be formed [2]. Here, vehicles must also be fitted with hardware that permits detailed position information such as Global Positioning System (GPS) or a Differential Global Positioning System (DGPS) receiver to facilitate communication.

The inter-vehicle communication configuration (Figure 1) uses multi-hop multicast/broadcast to transmit traffic related information over multiple hops to a group of receivers. There are two types of message forwarding in inter-vehicle communications: naive broadcasting and intelligent broadcasting. In naive broadcasting, vehicles send broadcast messages after a certain pre-defined period of time regularly. After receiving the message, the vehicle ignores all the messages which come from a vehicle or vehicles behind it. If the message comes from a vehicle in front, the receiving vehicle sends its own broadcast message to vehicles behind it.

![Figure 1 Inter-vehicle communication](image)

The limitation of native broadcasting method is that large numbers of broadcast messages are generated, therefore, increasing the risk of message collision resulting in lower message delivery rates and increased delivery times [3].

The vehicle-to-roadside communication configuration (Figure 2) represents a single hop broadcast where the roadside unit sends a broadcast message to all equipped vehicles in the vicinity. Vehicle-to-roadside communication configuration provides a high bandwidth link between vehicles and roadside units. The roadside units may be placed within specified amount of range, enabling high data rates to be maintained in heavy traffic. The roadside unit will periodically broadcast a message containing the speed limit and will compare any geographic or directional limits with vehicle data to determine if a speed limit warning applies to any of the vehicles in the vicinity. If a vehicle violates to avoid the desired speed, a message will be delivered to the
vehicle in the form of an auditory or visual warning, requesting that the driver reduce his speed.

Figure 2 Vehicle-to-Infrastructure communication

A VANET typically has little or no infrastructure. It uses the new technology Dedicated Short Range Communication i.e. DSRC for vehicles to communicate. It consists of a number of nodes working together to monitor a region to obtain data about the environment. The subtype of Vehicular Ad-hoc Network is intelligent vehicular ad-hoc network (InVANET). Intelligent vehicular ad hoc networks (InVANETs) use WiFi IEEE 802.11p (WAVE standard) and WiMAX IEEE 802.16 for efficient data distribution or message passing between vehicles with high mobility. To reduce this sort of problem effective measures such as media communication between vehicles can be enabled to track automotive vehicles (like BMW, AUDI). Intelligent VANET is not used to replace current mobile (cellular phone) communication standards which is very high costs link. The advantage of InVANET is that fewer nodes can be deployed with lower network maintenance and management cost.

The Network design of VANET can be classified into three categories [4]:

a) Pure cellular/WLAN
b) Pure ad-hoc
c) Hybrid

In this paper, we primarily focus on analysis part of various existing routing protocols in VANET.

2. BACKGROUND

2.1. Network Architectures:

As showed in Figure 3 [5], routing protocols in vehicular networks is based upon three architectures:

2.1.1. Vehicle-to-Vehicle (V2V): This is vehicle to vehicle communication architecture where collection, aggregation and transmission of data are done. This architecture is very effective for faster delivery of messages directly between vehicles within network.

2.1.2. Vehicle-to-infrastructure (V2I): This is vehicle to infrastructure wireless architecture. This structure uses technologies like Global System for mobile communication, WiMax etc. for distribution of information from nodes.

2.1.3. Hybrid: This is combination of both Vehicle-to-vehicle and Vehicle-to-infrastructure architectures. Hybrid architect provide better opportunity to make analysis regarding performance of routing protocols.

All the above architecture follow different routing strategy for different communication environments.

2.2. Various Characteristics in VANET:

There are so many unique characteristics in vehicular ad-hoc networks which make it different from mobile ad-hoc network. Due to uniqueness in every single characteristics of VANET, it’s very tough and challenging for any user to design routing protocols for different scenario (city or highway).

2.2.1. High Mobility: This is major issue in designing any kind of routing protocol is that vehicles have to move at different parts of Metropolitan Area Network (MAN) at high speed for communication. So, mobility is high in this kind of network.

2.2.2. Frequent Disconnection: As we know movement of vehicles is very high in sparse network during day hours. So due to high dynamic topology and change in the network scenario will result into disconnection

2.2.3. Mobility pattern: The mobility structure or behavior of vehicles are depend upon various aspects such as traffic environment, structure of roads, speed and position of vehicles and driving behavior of the driver.

2.2.4. Too many hops: For efficient data distribution in VANET, many hops can be wirelessly connected to each other. So its not easy for vehicles to communicate when two vehicles are requesting for same data packet.

2.2.5. Inbuilt Storage: Traditionally, vehicles was equipped with limited battery power and storage capacity but now days vehicles comes up with unlimited storage capacity which should have enough computing power for effective communication.

2.2.6. Communication environment: In VANET, vehicles have to communicate among different environment such as city and highway. In city environment buildings, trees and other objects make tough for vehicles to communicate freely. But in highway these things are not present. Vehicles have to communicate openly. So the routing strategies for both the cases will be different.

3. ROUTING PROTOCOLS

Routing of data between vehicles is the challenging task when we working in vehicular ad-hoc networks. Due to its high speed, mobility pattern and changing communication environment performance analysis of any routing protocol is not easy because no single routing protocol will meet all the traffic scenarios. The routing protocol of VANET can be classified into two main categories i.e. Topology based routing protocols and Position based routing protocols.
3.1. Ad-hoc On Demand Distance Vector Routing Protocol (AODV)

The Ad-hoc On Demand Distance Vector routing protocol [6] is topology based routing protocol which uses shared link for transferring packet from source to destination in specific manner. This protocol is totally based on shortest path. The main objective of this protocol is to keep the information of neighbor nodes in form of table. Here, every node has to maintain its route table for effective communication. When any changes occur in network each node has to update its routing table with requiring periodic flooding. In this protocol flooding require only when it is demanded. When a node want to send the data it automatically establishes a route from source to destination. This protocol works with both unicast and multicast routing. When source wants to send the data to destination through AODV it first finds the destination sequence number (DesSeqNum) for transmission which makes it different from other routing protocols.

Advantages:
- Provide efficient path from source to destination because of using sequence number.
- Efficient memory utilization.
- Reduce route duplicity.
- AODV responded very quickly whenever there is link failure in the network.
- It can be also used for large scale communication purpose especially in Intelligent Ad-hoc Networks (InVANET).

Disadvantages:
- Require more time to establish connection setup and start the initial routing approach.
- Additional overhead when there is multiple route reply in the network.
- Bandwidth utilization is too much due to periodic beaconing.
- Inconsistency and redundancy if nodes contain old entries in their routing table.

3.2. Dynamic Source Routing (DSR) Protocol

This protocol works in two phases ie. First is route discovery and second is route management [7]. DSR utilize source routing address and follow the active path for routing. In DSR, each packet require to carry some address from source to destination, so overhead amount carried out by a packet will leads to consume more bandwidth. Therefore, this kind of protocol is not suitable for large network. Here, sender makes list of route by finding each ‘hop’ through address of next node which to send to data on receiver side.

Advantages:
- It does not require any periodic update of routing information.
- To find routes between different nodes, very less overload on the network.
- Beacon free protocol.
- Low mobility pattern.
- Multiple routes in their route cache.
- DSR uses cache for faster dissemination of data which will reduce some load on the network.

Disadvantages:
- Not able to repair breakage links.
- Not suitable when too many nodes communicate within the network.
- Due to high mobility pattern, unnecessary flooding will overload the network.

3.3. Geographic Source Routing (GSR) Protocol:

This protocol for vehicular networks works very well in city environment where traffic density is high during day hours but less in night hours. GSR is combination of position-based with topology based routing. This algorithm first selects the path and finds the shortest distance using Dijkstra algorithm. GSR uses Reactive Location Service (RLS) [8] to get the destination address. This RLS provide best route for sender to send the packet. The basic routing architecture of GSR is shown in figure 4 which follows top-down approach for routing. Application layer provide VANET applications to interact with user and other layers for communication. Transport layer uses protocols like User datagram protocol (UDP) and Transmission control protocol (TCP) for congestion control in VANET. Network layer provide route to the data by using RLS. The Last layer i.e Physical layer provide wireless communication that is working on IEEE standard 802.11a, 802.11b, 802.11g.

In order to avoid many effects during transmission of data such as hidden station problem, broadcast storm problem, flooding etc., many strategies have been implemented for RLS [9].

![Figure 4 Geographic Routing architecture](image)

Advantages:
- Provide good packet delivery ratio then AODV and DSR.
- More Scalability as compared to AODV and DSR.

Disadvantages:
- This protocol is not suitable in sparse network where number of nodes for packet transmission is less.
- GSR should have high overhead on the network due to the uses of beacon i.e hello message as control.

4. SIMULATION AND RESULTS

This simulation study basically presents the map based performance of Ad-hoc On Demand Distance Vector Routing (AODV), Dynamic Source Routing (DSR) and Geographic Source Routing (GSR). Simulation can be done using famous simulation tool NS-2 [10]. This section of paper presented the performance based on some performance parameters. Some common simulation parameters are:
- Packet delivery rate
- Latency
- Bandwidth consumption
- Avg. number of hops

The simulation of the proposed algorithm was based on NS2. The transmission range was set to 500m. The simulation has been done with multiple nodes. Table 1 show the simulation carried out in NS2 for 75 nodes.

| Table 1 Parameters used in NS2 |
| Channel type | Channel / Wireless channel |
| Propagation model | Propagation/ Two way Ground |
| MAC | Mac/ 802.11 |
| Antenna | Bidirectional |
| No of nodes | 75 |
| Transmission range | 500 |

The performance graph of various general simulation parameters is shown in figure 5, 6, 7, 8.

4.1 Packet Delivery Rate
The ratio of the number of delivered data packets to the destination. The greater value of packet delivery ratio means the better performance of the protocol. The packet delivery rate of GSR is much better than AODV and DSR with respect to distance. GSR provide better packet delivery rate as shown in figure 5 when its transmission range is 500.

4.2 Latency
The second parameter is latency. Latency is a time interval between the stimulation and response, or, from a more general point of view, as a time delay between the cause and the effect of some physical change in the system being observed. As far as latency for first packet transmission is concerned it is observed that both DSR and GSR (As shown in figure 6) have similar with plus factor in favor of DSR. The latency is higher in case of AODV with respect to both DSR and GSR because of the usage of ring search technique.

4.3 Total Bandwidth Consumption
Another parameter which provide better in analyzing the performance of AODV, DSR and GSR is Total bandwidth consumption. As shown in figure 7 the bandwidth consumption keeps on increasing if we increase the distance because AODV uses ring search method for finding route. The bandwidth consumption according to this figure is very low in AODV with respect to other two routing protocols.

4.4 Average number of Hops
In DSR what happened is whenever a route is broken, a node have to drop the packet. Then the dropped packet is not recovered. GSR has some packet recovering strategies. This parameter described about the total number of hops used is totally depending on the distance. More distance requires large number of hops for routing.
5. CONCLUSION AND FUTURE WORK

In this paper we presented the basic study of routing protocols such as AODV, DSR and GSR for vehicular ad-hoc networks. The comprehensive study of these protocols showed that no single routing protocol will meet the all the traffic requirements. The performance of these protocols has been analyzed using simulation tool. Simulation results showed that performance of these protocols varies with distance, range and speed. This work can further be extended by performing simulation with different traffic scenarios and by introducing some more parameters for performance evaluation. This will provide us better understanding about routing in vehicular ad-hoc networks.
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