A Study on Routing Protocols in Wireless Sensor Network
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ABSTRACT
Wireless Sensor Network (WSN) consists of many small sensor nodes. A sensor node is a battery operated small device capable of computation and communication. These nodes are capable of sensing events within their coverage area. The main objective of WSN is to sense destructive events from its environment and send that information to the sink node, so that it can take the corrective actions. As the sensor nodes are deployed in remote location, it is very difficult to recharge the batteries. Thus energy efficiency is the main challenge in WSN. The paper gives a brief study about different energy efficient routing protocols, so that the problem areas can be identified and solved.

General Terms
Energy Efficient Routing Protocols

Keywords
Wireless sensor network, routing, network lifetime, power management.

1. INTRODUCTION
The deployment of Wireless Sensor Network in various applications has paved way for advancement in many fields in the recent years. Different techniques for routing and power management have been designed for the efficient use of the new technology. The basic idea behind the development of most Wireless Sensor Networks is that it must remain operational for longer lifetime on limited energy resources. The constraints relating to the sensor nodes is a great issue basically due to their limited energy, storage capacity and computation power. These constraints can be taken into account to route the sensed data efficiently from source node to sink node. There are a number of existing routing protocols which can meet the requirement. The paper involves discussions related to various such algorithms based on power aware routing, agent based routing, query driven routing and clustering algorithms. The comparative study would allow one to determine the compatibility of the given algorithms pertaining to their characteristics. These protocols can be further categorized according to various key factors in a systematic manner which would help in the proper assessment of their respective parameters, ultimately leading to a better power management scheme and ensuring maximum network lifetime. In the next part a review work of existing algorithms is given, followed by a comparative study and conclusion part.

2. REVIEW WORK
In WSN, to send the information about devastating events from source node to the base station in an energy efficient way, many algorithms have been designed. The packets can be sent by shortest path. Though time can be saved, the problem of nodes in the path going down very early, still persists. To solve the problem, multipath routing techniques are designed. As sensor nodes are deployed very densely, here all the nodes of a particular region will try to send the same data by different paths. Thus actually sending duplicate data causes wastage of energy and network congestion. Clustering algorithm can be a better solution for this and also increases the lifetime of the network. Here we have discussed a number of energy efficient algorithms. The comparison and assessment of various parameters used in different algorithms would give an idea as to which one suits best under which category thereby guiding in the optimum allocation of given resources.

2.1 Cluster Based Algorithm
2.1.1 EEHC (Energy Efficient Hierarchical Clustering)
This algorithm defines a new criterion [1,2,3] for non-cluster nodes to choose the Cluster Head (CH) depending on residual energy and size of clusters. Here, initially data aggregation takes place where sensor nodes are aggregated into smaller clusters. Non cluster node examines the residual energy and size of clusters to form a group of clusters, based on distance between the nodes. The nodes in clusters calculate their own degree and broadcast it in the network. Now the source node broadcasts a message containing the requisite amount of energy. So nodes in each level compare it with their own energy level and the efficient one is elected as CH. In this way efficient clusters are ordered according to decreasing order of energy level. Now CH will broadcast to the neighbors about its election and build multi-hop paths to source node. CH will choose the farthest node that has most energy in next hop. Here, it based on the fact that with the decrease in size of clusters, the distance between respective nodes decreases as well. As a result, when the distance between the clusters increase, the energy spent increases to a great extent. This drawback can be ignored when other factors are taken into consideration. In the presence of heterogeneous nodes, this drawback increases in the lifetime and robustness of the network.

2.1.2 HEED (Hybrid Energy Efficient Distribution)
As the name suggests, HEED [4,5] is: Hybrid- clustering is based on two parameters that is, residual energy and communication cost; Energy Efficient- elects CH that are rich in residual energy and; Distributed- re-clustering results in distributing energy consumption. Here, initially each node sends an election message including node ID or cost to each of its neighbors, and receives the same from its neighbors. Each node checks to see if there are some CHs around. In this process, one node in each cluster acts as a CH so as to coordinate other nodes. This ensures the production of compact clusters which are properly distributed, hence
stabilizing individual as well as neighboring nodes. This protocol does not need to be aware of the location of nodes and undergoes simple local communication. Thus HEED is fast and has low overhead. It is independent of homogeneous nodes. Energy is distributed efficiently, that ensures maximum lifetime of the network. The only disadvantage is that HEED depends on network topology.

2.1.3 MRECA (Mobility Resistant Efficient Clustering Approach)

This algorithm functions in a similar manner as that of HEED, with minimal complexities. Here, it is assumed that the locations of nodes are unaware. The cluster head broadcasts local information and the respective score value in the network. The score is used to calculate the delay for cluster head announcement. This algorithm [6] is based on the mobility resistant technique involving deterministic time without iterations. Such an approach ensures better energy efficiency. The main feature is increased speed of clustering and robustness of the network. Though MRECA determines when the routing decision is made by the nodes, it does not focus on how the same is performed. Another drawback involved here is that the inter-cluster communication is not considered.

2.1.4 LEACH (Low Energy Adaptive Clustering Hierarchy)

LEACH [7] is a homogeneous clustering algorithm. It distributes the consumed energy throughout the entire network, where the network is divided into clusters and equivalent cluster heads in proper manner. The run time of network is divided into many rounds efficiently and it lets the data transmission phase last for a fixed period of time, thus nodes in the network consume energy in a balanced manner thereby prolonging the lifetime of the network. This method treats all nodes without discrimination, hence the stability period of LEACH is very short and the nodes die at a steady rate. LEACH forms only single-hop clusters, which could increase the complexity of routing. As such, its performance is not suited for heterogeneous wireless sensor networks as it fails to take full advantage of the extra energy provided by the heterogeneous nodes.

2.1.5 DEEC (Distributed Energy Efficient Clustering)

This protocol is basically used in heterogeneous wireless sensor networks. The main focus here [8,9] is on saving more energy for the heterogeneous networks such that each node transmits sensed data to the base station through cluster head. The cluster head election along with the further processing is done in an energy efficient manner. The nodes with high initial and residual energy will be preferred over the nodes with low energy during the process of cluster head election. So as to control the energy expenditure of each node, DEEC uses average energy of the network as the reference energy. Thus DEEC can also prolong the network lifetime and inhibit more effective messages. When compared to LEACH, it could be seen that DEEC is more efficient.

2.2 Power Aware Routing Algorithm

2.2.1 MECN (Minimum Energy Communication Network)

MECN is a location based protocol which aims at acquiring minimum amount of energy for the randomly deployed network. The routing process [10,11] involves two phases- the construction of enclosure graph and; the cost distribution process. It computes the optimal path to be traversed and takes in minimum power paths from each sensor. Thus, in this way it creates a spanning tree by which energy dissipated in traversing the network is reduced. This can be called as the minimum power topology. The cost distribution is also done in an efficient manner where the cost of each node is considered as the minimum amount of power required by the nodes to transfer sensed data, so as to create a direct path to the base station. A notable feature of MECN protocol is that it is self reconfiguring, that is it can dynamically adjust itself to node failure if any.

2.2.2 PEGASIS (Power Efficient Gathering in Sensor Information System)

PEGASIS [12] is yet another routing protocol which can be considered more efficient than previously described LEACH protocol. It outdoes LEACH’s performance by removing the overhead of dynamic cluster formation and using only one transmission to the base station per round. In PEGASIS instead of forming multiple clusters, a chain of nodes is constructed which ensures local coordination among neighboring sensor nodes and hence reduces the bandwidth of communication. This helps in increasing the lifetime of each sensor nodes which results in an overall efficiency with respect to network lifetime. The notable drawback that persists in PEGASIS is that all sensor nodes are required to maintain a database with the location of all nodes in the entire network. Such a requirement results in an increased overhead.

2.2.3 MTE (Minimum Transmission Energy)

The MTE protocol [13] is basically used for the transmission of data to long distance. The sensor nodes route the sensed data to the base station through intermediate nodes. These intermediate nodes are chosen carefully based on power management policy in a way by which the energy required to transmit the data is minimized. Thus in this protocol multi hop communication takes place where the intermediate nodes act as the basic router. At every node, reduction of transmission power is ensured. The nodes that are closest to the sink would be used more regularly which causes the early death for those nodes. The main drawback here is that, large amount of energy is dissipated if the nodes are close to each other.

2.2.4 GEAR (Geographic and Energy Aware Routing)

As the name suggests, this protocol [14,15] uses geographic information so as to route the requested data. Here, the procedure of selecting neighbor nodes is done in an energy efficient manner so as to forward data towards the destination node. This process of forwarding data to the destination involves two phases. Firstly, as soon as it detects a neighbor, all the routes from the source node to the destination are determined and they are updated in the routing table. Secondly, it disperses the data packets within the region. Now the data is broadcasted to the previously detected neighbors in a way such that each node is made to know its own location as well as the neighbor’s location. The process continues till these packets reach the destination. Thus instead of sending data to the entire network, the main idea here is to send the sensed data only to specific regions. With this remarkable feature, the protocol helps to save energy and power.
2.3 Agent Based Routing Algorithms

2.3.1 ABMR (Agent Based Multipath Routing)
This algorithm works on the basis of parameters such as energy, multi-hop paths and reliability. Here, along with the traditional routing process, external agents are used to route data packets from the source node to the destination. This helps in the reduction of overhead of messages that are to be sent out. It involves building of reliable multiple paths from source to destination, in a way by which agents are usually transferred from one node to another so as to aggregate the sensed data. Agent Based Multipath Routing [16] involves the use of agents which collect the required information that include distance between the sensors as well as the residual energy. After this, the agent returns to the sender to decide the best number of nodes to be selected from amongst the neighbors. In short, the agents are transferred to the data source and the collected data is aggregated instead of moving the data to a centralized node for processing. Agents are used for identifying the faulty nodes for further processing. They help to reduce communication cost over very low bandwidth links among the sensors. Hence it simplifies the complexity of the routing algorithm.

2.3.2 EEABR (Energy Efficient Ant Based Routing)
The main objective of this algorithm is to assist in the prolongation of the network lifetime along with the improvement in quality of service. EEABR [17,18] uses a colony of artificial ants which searches for prescribed path between the source node and destination node in a way such that the path is short in length as well as energy efficient. After traversing through a path, when these ants reach the destination node, they travel back through the path previously constructed and update the same based on the remaining energy and the number of nodes on the path. In this way, it builds a routing tree with optimized energy nodes. Thus we can say that EEABR is a self organizing and robust protocol where there is no need for defining path recovery algorithms. Also this algorithm is optimized in terms of distance and energy utilization, which ensures maximization of the network lifetime and minimization of communication load.

2.3.3 ADHOP (Ant-based Dynamic Hop)
It is an agent based reactive routing protocol where routes are set up on demand, when data is to be routed to an unknown destination. The protocol is self-configuring and uses dynamic hops so as to make efficient routing decision in the wireless network. Here all routing decisions are made in a way such that the nodes are not required to know the entire route for data transmission. This decision is made by the intermediary ants which guide the nodes to take decision about the best route that could be taken towards the destination. Thus the nodes are just required to direct the data to the next hop as per the local information. The dynamic nature of the protocol allows itself to easily adapt to any network requirements and topology changes. The nodes become attentive when any topology change is seen. Also it helps in the reduction of network overhead significantly.

2.3.4 JARA (Jumping Ant Routing Algorithm)
This agent based protocol [20,21] is based on the combination of both proactive as well as reactive routing scheme. Firstly, this algorithm describes the use of proactive routing protocol by each node so as to maintain the topology of the predetermined hops, where the destination of a known path can be reached. Secondly, it focuses on reactive routing scheme in which the respective nodes use the ants so as to discover unknown destination outside the prescribed path. Each node updates itself with detailed information regarding neighbor nodes with the predetermined hops. JARA too is self configuring, and using this protocol, the path discovery can be done easily thus speeding up the entire process.

2.4 Query Based Routing Algorithm-Rumor Routing
This routing protocol [22,23] helps to route data towards a destination especially when the geographical location is unavailable. It finds the shortest path between the query generating node and source nodes. Query data are flooded throughout the network. At first, the queries are scattered randomly throughout the entire network. Then these queries are routed along the paths generated by the agents. Here, each node in the network is required to maintain the list of its neighbors and a table of events such that the information can be broadcasted throughout the network. With respect to the obtained information the agents create the requisite path by ensuring that the overhead involved in the process is minimized. With the decrease in the number of queries flooded, the energy consumed decreases too. This protocol ensures robustness of the network as it helps to handle node failure, thus assuring maximization of network lifetime.
3. CONCLUSION

Energy efficiency is the main research area in wireless sensor network. As sensor nodes have limited power sources, saving and recharging of power in batteries is a very important aspect. Energy saving provides a potential solution to this problem. Though developments in recent technologies have helped to decrease the power consumption, the lifespan of a wireless sensor network depends on the type of events that are to be dealt with. Other major limitations include decreased computation speed, high cost and limited bandwidth that must be shared among all nodes in the network. Different energy efficient techniques can be used according to different environmental conditions and requisite parameters. In this paper, a comparison of various such techniques has been presented, which would help one to know about the existing routing protocols and choose the optimum resources to deal with them. These protocols can be put under the respective category depending on their advantages and limitations, and utilized efficiently. Thus, the comparative study would be helpful in identifying the key characteristics of the protocols and the problems pertaining to them, so as to extend the research work and come up with more energy efficient routing techniques to improve the functionality of wireless sensor networks.
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Table 1: Comparison of Different Routing Protocols

<table>
<thead>
<tr>
<th>Protocols</th>
<th>Mobility</th>
<th>Power Management</th>
<th>Network Lifetime</th>
<th>Scalability</th>
<th>Resource Awareness</th>
<th>Classification</th>
<th>Data Aggregation</th>
<th>Query Based</th>
<th>Multi Path</th>
</tr>
</thead>
<tbody>
<tr>
<td>EEHC</td>
<td>Fixed</td>
<td>Maximum</td>
<td>Very Good</td>
<td>Very Good</td>
<td>Yes</td>
<td>Clustering</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>HEED</td>
<td>Fixed</td>
<td>Maximum</td>
<td>Very Good</td>
<td>Limited</td>
<td>Yes</td>
<td>Hybrid</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
</tr>
<tr>
<td>MRECA</td>
<td>Limited</td>
<td>Maximum</td>
<td>Very Good</td>
<td>Very Good</td>
<td>Yes</td>
<td>Clustering</td>
<td>No</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>LEACH</td>
<td>Fixed</td>
<td>Maximum</td>
<td>Very Good</td>
<td>Good</td>
<td>Yes</td>
<td>Homogeneous Clustering</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>DEEC</td>
<td>Fixed</td>
<td>Maximum</td>
<td>Very Good</td>
<td>Very Good</td>
<td>Yes</td>
<td>Heterogeneous Clustering</td>
<td>No</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>MECN</td>
<td>Supported</td>
<td>Maximum</td>
<td>Good</td>
<td>Very Good</td>
<td>Yes</td>
<td>Power Aware</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>PEGASIS</td>
<td>Fixed</td>
<td>Maximum</td>
<td>Very Good</td>
<td>Limited</td>
<td>Yes</td>
<td>Power Aware</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
</tr>
<tr>
<td>MTE</td>
<td>Supported</td>
<td>Maximum</td>
<td>Good</td>
<td>Limited</td>
<td>Yes</td>
<td>Power Aware</td>
<td>No</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>GEAR</td>
<td>Supported</td>
<td>Maximum</td>
<td>Very Good</td>
<td>Very Good</td>
<td>Yes</td>
<td>Power Aware</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>ABMR</td>
<td>Supported</td>
<td>Maximum</td>
<td>Good</td>
<td>Good</td>
<td>Yes</td>
<td>Agent Based</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>EEABR</td>
<td>Supported</td>
<td>Maximum</td>
<td>Very Good</td>
<td>Good</td>
<td>Yes</td>
<td>Query Based</td>
<td>No</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>ADHOP</td>
<td>Supported</td>
<td>Limited</td>
<td>Good</td>
<td>Good</td>
<td>Yes</td>
<td>Agent Based</td>
<td>No</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>JARA</td>
<td>Supported</td>
<td>Limited</td>
<td>Good</td>
<td>Good</td>
<td>Yes</td>
<td>Agent Based</td>
<td>No</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>RUMOR</td>
<td>Fixed</td>
<td>Maximum</td>
<td>Good</td>
<td>Very Good</td>
<td>Yes</td>
<td>Query Based</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
</tbody>
</table>
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