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ABSTRACT 
Vehicular Ad-hoc Network is one of the emerging 
technologies which will make the life easy. Most of the 
people are dying because of road accidents. VANETs will 

reduce it to larger extent by providing important knowledge to 
drivers. This knowledge is provided by one vehicle to other 
using inter vehicle communication. To make VANETs 
successful routing of such message should be given greater 
attention. Position-based routing protocols are considered best 
for high dynamic network like VANET. In this paper we are 
going to compare the position-based routing protocols which 
work even in high traffic density very accurately. 
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1. INTRODUCTION 
Automotive industry and many governments recognized the 
traffic safety as a major challenge. According to [1], in 1999 
alone 450,000 road accidents were reported in Germany. 
During the same year, Europe reported three times this 
number of accidents with fatalities of 42,000. Similar 
situations exist in other parts of the world like United States 

[2]. To improve safety and traffic efficiency in vehicles, there 
has been significant research efforts [3] made by government, 
academia and industry to integrate computing and 
communication technologies into vehicles, which has resulted 
in the development of Intelligent Transportation Systems 
(ITS) [4]. Vehicular communication is a major part of ITS 
which forms a network called VANET. Vehicular ad hoc 
networks (VANETs) [5] are a special class of mobile ad hoc 

wireless networks (MANETs) where the nodes are vehicles 
and roadside units. It is currently attracting the extensive 
attention of research in the field of wireless networking as 
well as automotive industries. In VANETs each vehicle takes 
on the role of sender, receiver, and router [6] to broadcast 
information to the vehicular network or transportation agency, 
which then uses the information to ensure safe and free flow 
of traffic. For communication to occur between vehicles and 
Road Side Units (RSUs) vehicles must be equipped with some 

sort of radio interface or On Board Unit (OBU) that enables 
short-range wireless ad hoc networks to be formed [2]. 
Vehicles must also be equipped with hardware that permits 
detailed position information such as Global Positioning 
System (GPS). VANETs [7] provide safer and well organized 
road by communicating information in timely manner to 
drivers and concerned authorities. The communication 
between nodes in a VANET faces many unique challenges 

[8]. 

2. FEATURES OF VANETS 
Though VANETs is a subgroup of MANETs and a 
component of ITS systems, still it is a distinct research field 
with some unique features. The unique characteristics of 

VANETs include [9] high mobility with the constraint of road 
topology as the node motion is constrained by the road 
topology and layout, rapidly changing network topology due 
to high node mobility, initially low market penetration ratio, 
potentially unbounded network size with the vehicles in one 
city, several cities, or even a country, anonymous addressee, 
time-sensitive data exchange as most safety related 
applications requires data packet transmission in a timely 

manner, potential support from infrastructure, abundant 
resources like abundant energy, computation resources, etc. 
and better physical protection.  

3. COMMUNICATION IN VANETS 
VANET is mainly helpful in safety related applications like 

accident alert in which vehicle involved in accident broadcast 
its position, emergency brake warning, road features like road 
curve, sudden downhill, etc. For all these applications data 
must be transmitted accurately in no time. Two types of 
communication are possible in VANETs: Inter-Vehicle 
Communication (IVC) and Roadside-Vehicle Communication 
(RVC). In IVC, communication takes place between vehicles 
only. IVC systems are completely infrastructure-free; only 

onboard units (OBUs) sometimes also called in-vehicle 
equipment (IVE) are needed. RVC systems assume that all 
communications take place between roadside infrastructure 
(including roadside units [RSUs]) and vehicles or OBUs. IVC 
systems are of great concern as most of the safety applications 
require communication between vehicles within no time. For 
IVC so many routing protocols are developed in which 
position-based routing protocols suits most. In next section 

we’ll describe position-based routing protocols. 

4. POSITION-BASED ROUTING 

PROTOCOLS 
Unlike topology-based routing protocols, position-based 
protocols don’t maintain the link status in the network. These 
protocols don’t even maintain routing tables as the next hop is 
determined every time a packet needs to be forwarded. 
Keeping routing tables up to date is very difficult in VANET 
due to high dynamic topology. That’s why the routing tables 
are eliminated from VANET as it will incur a lot of overhead. 
Position-based routing protocols basically require the 

knowledge of the neighbor’s positions and the position of 
destination node to send packets successfully. This 
information is updated periodically via HELLO messages or 
beacon messages. A source node finds the location of its 
neighbors by means of their HELLO messages and the 
position of the destination with the help of location service 
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which keeps the position information of all the nodes or 
vehicles in the network. Here are some of the position-based 
protocols which we are going to compare in this paper. 

4.1 Greedy Perimeter Stateless Routing 

Protocol (GPSR) 
GPSR [10] is the first position-based routing protocol. As a 
position-based routing protocol, it uses the geographic 

location of nodes to forward the packets. It works in two 
modes. First it requires that each node in the network is able 
to find its current position by using GPS receiver which 
provides current location, speed, current time and direction of 
the vehicles. By using all this information, source node or 
current forwarding node looks for the neighbor node which is 
closest to the destination and then forwards the packet to that 
node by considering it the next forwarding node. This 

operating mode is known as Greedy Forwarding in which the 
neighbor which is closest to the destination is selected as the 
next-hop node. 

Sometimes due to the transmission error of beacon messages 
or problem in GPS system in some situations like when node 
is in tunnel where GPS does not work or some other error, 
vehicles fail to find its neighboring nodes. Due to this lack of 
knowledge of neighbor nodes and due to the absence of 

neighbor node closest to destination than the forwarding node 
itself, a problem called local maxima may occur. In this 
situation GPSR uses its second mode called perimeter mode 
which is a most advance recovery strategy. It uses an 
algorithm of planer graph traversal to find a way out of the 
local maximum region. Although this advancement, 
considering only position information may lead packets to be 
forwarded in a wrong direction and loses good candidates that 

ensures its delivery.  

4.2 Border-node based Most Forward 

within Radius Routing Protocol 

(BMFR) 
Finding the next forwarding node to deliver the packet to the 
destination node using greedy approach does not support well 
in highly mobile ad hoc network such as VANET. Therefore, 
other position based protocols such as MFR, GEDIR, 

Compass routing, etc. have been used for VANET to improve 
its performance for high vehicular density environment. These 
protocols can be made better by utilizing farthest next-hop 
node in a dense and highly mobile network. Border-node 
based Most Forward within Radius (BMFR) [11] is a position 
based routing protocol that uses border-nodes with maximum 
progress towards destination node. This progress is observed 
by projecting the position of neighbor node on the line 

segment joining the source to estination. The BMFR utilizes 
the border-node to avoid the use of interior nodes within the 
transmission range for further transmitting the packet. This 
method selects the border-node as a next-hop node for 
forwarding packet from source to destination. Similarly that 
selected next-hop node follows the same procedure for 
selecting next forwarding node towards destination. The 
procedure continues till the destination node is in the 

transmission range of the current forwarding node. 

4.3 Adaptive Movement Aware Routing 

Protocol (AMAR) 
In the greedy approach, the neighbor node of current 
forwarding node which is closest to the destination node is 
selected as the next forwarding node. In this method a sender 
node finds the position information of neighbor nodes and 

decides the next forwarding based on it. AMAR [12] is a 
Movement Aware Greedy Forwarding (MAGF) based on the 
greedy forwarding scheme to select next-hop node towards 
the destination. AMAR scheme makes use of additional 
information other than the position about vehicle movement to 

select an appropriate packet’s next-hop that ensures the data 
delivery successfully. This scheme is suitable for highly 
mobile vehicular ad hoc network and it performs better even 
when pure greedy forwarding fails. In AMAR every vehicle 
calculates its position, speed and direction by using the GPS 
or any other navigation system. After this, its significant role 
is to assign priority based on calculated attributes between 
neighbors while selecting a next-hop node for forwarding a 

packet. The basic idea of this approach is to compute a 
weighted score Wi which depends on three factors: the 
position, the speed, and the direction of vehicle nodes. This 
weighted score Wi can be computed by current packet 
forwarder for neighbor node i as follows: 

 

where α, β, and γ are the weight of the three used metrics Pm, 
Dm, and Sm representing respectively the position, the 

direction and the speed factors with: 

 

The AMAR movement aware greedy forwarding exploits 
other attributes of nodes like speed and direction other than 
the position information and improves the data delivery. 

4.4 Border-node based Movement Aware 

Routing Protocol (BMAR) 
BMFR uses border node as the next hop node to reduce the 
hop count as border node is closest neighbor to the 
destination. But in city scenario or in situations where traffic 

density is very high, probability of two or more border nodes 
which are equidistant from the destination increases. BMAR 
[13] uses the features of AMAR to resolve the conflict 
between two border nodes. It calculates speed and direction 
parameters and determines the weighted score of candidate 
border nodes. Now the border node which is moving with 
high speed and in the direction of destination will be chosen 
as a next hop node. Since the traffic density is high, again a 

conflict may occur. BMAR resolves it using the probability 
factor. Probability of changing the direction at intersection is 
high so BMAR discards the nodes with intersection in their 
route. If it does not suit in the situation then the node with 
highest successful transmissions is selected as next hop node.  

5. RESULTS 
We have considered the two scenarios: one in which number 
of nodes varies and other in which simulation time varies.  

5.1 Simulation with variation of Nodes 
First we consider the scenario in which number of vehicles 
varies from 24 to 120. In this scenario, we simulate the 

network for 100 seconds in 1652*1652 m2 area. Following is 
the table, Table-1 showing the parameters with its value used 
in the simulated scenario.  
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 Table 1 Scenario-1 with nodes variation 

Parameter Value 

Simulation time 
Simulation area 

No. of Vehicles 
Vehicle’s Speed 
Transmission Range 
Packet Size 
Vehicle Hello Interval 
Application 
MAC Protocol 

100s 
1652*1652 m2 

24,48,72,96,120 
40-60 km/h 
300-1000 m 
1024 bytes 
0.25s 
CBR 
IEEE 802.11  

 

Using above defined parameters we simulate the network. Our 
mobility model used for simulation can be observed from 
fig1. 

 

Fig 1: Mobility Model used in Simulation 

We simulate four routing protocols: GPSR, AMAR, BMFR 
and BMAR (proposed) using this scenario. We evaluate three 
metrics: Packet Delivery Ratio (PDR), Average End-to-End 
Delay and Throughput.  

Packet Delivery Ratio metric gives the ratio of the data 
packets successfully received at the destination and total 
number of data packets generated at source. The following 
equation is used to calculate the PDR, 

 

DataR = Data packets received by the CBR agent at 

destination node 

DataS = Data packets sent by the CBR agent at source node  

We analyzed the packet delivery ratio of GPSR, AMAR, 
BMFR and BMAR using NS2 and awk script. Below is the 
graph, Graph 1 showing the packet delivery ratio with the 
increase in the number of nodes. 

 

Graph 1: Packet Delivery Ratio change with Number of 

Nodes 

In Graph 1, we compared the packet delivery ratio (PDR) of 
BMAR (proposed) protocol with existing position based 
protocols. It can be clearly observed that the PDR of BMAR 
is highest as compare to existing protocols. Also we can 
analyze that as the number of nodes increase, PDR of BMAR 
increases. For AMAR and BMFR also, PDR increases with 
the increase in number of nodes but with small fraction. In 

case of GPSR, PDR increases initially but later on it starts 
decreasing. 

Average End-to-End Delay gives the overall average delay 
of all data packet, from the packet transmission by the 
application agent at the source node till packet reception by 
the application agent at the destination node. Below is the 
graph, Graph 2 showing the average delay with the increase in 
the number of nodes. 

 

Graph 2: Average End-to-End Delay change with Number 
of Nodes 

In Graph 2, we compared the average end-to-end delay of 
BMAR protocol with existing position based protocols. It can 
be clearly observed that the delay of BMAR is lowest as 
compare to existing protocols. Also we can analyze that as the 
number of nodes increase, delay of BMAR decreases. For 
AMAR and BMFR also, delay decreases with the increase in 
number of nodes but with small fraction. In case of GPSR, 
delay decreases initially but later on it starts increasing. 

Throughput is the number of bits sent in one second. We can 
define it in Kbps. We simulated the network and analyzed the 
variation in throughput by increasing the number of nodes. 
Graph 3 shows the performance of protocols in terms of 
throughput. 
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Graph 3: Throughput change with Number of Nodes 

We can see in above graph that BMAR protocol outperforms 
other existing protocols in terms of throughput. GPSR has 
almost negligible throughput which increases with increase in 
number of nodes. AMAR and BMFR also perform well in 
terms of throughput but the graph shows improvement by 

using BMAR as the routing protocol. 

5.2 Simulation with variation of Simulation 

Time 
In this scenario, we have fixed the number of vehicles as 24. 
We simulate the network by varying the simulation time from 
20 to 100 seconds. The area is same i.e. 1652*1652 m2 as in 
earlier setup for the movement of nodes. Following is the 
table, Table-2 showing the parameters with its value used in 
the simulated scenario with time variation.  

Table 2 Scenario-2 with simulation time variation 

Parameter Value 

Simulation time 
Simulation area 

No. of Vehicles 
Vehicle’s Speed 
Transmission Range 
Packet Size 
Vehicle Hello Interval 
Application 

20,40,60,80,100s 
1652*1652 m2  

24 
40-60 km/h 
300-1000 m 
1024 bytes 
0.25s 
CBR 

 

Using this scenario, again we simulate the same four routing 
protocols: GPSR, AMAR, BMFR and BMAR. We evaluate 
three metrics: Packet Delivery Ratio (PDR), Average End-to-
End Delay and Throughput and compare for all the four 
simulated protocols.  

Packet Delivery Ratio is analyzed first using the above 
defined simulation setup with the use of NS2 and awk script. 
Below is the graph, Graph 4 showing the packet delivery ratio 
with the increase in the simulation time. 

 

Graph 4: Packet Delivery Ratio change with Simulation 
Time 

In Graph 4, we compared the packet delivery ratio (PDR) of 
BMAR protocol with existing position based protocols. It can 
be clearly observed that the PDR of BMAR is highest as 

compare to existing protocols. Also we can analyze that as the 
simulation time increases, PDR of BMAR increases. For 
GPSR, AMAR and BMFR also, PDR increases with the 
increase in simulation time but very slowly.  

Average End-to-End Delay is evaluated with the change in 
simulation time for all the four routing protocols. Graph 5 
shows the performance in terms of delay. 

 

Graph 5: Average End-to-End Delay change with 
Simulation Time 

From Graph 5, we can analyze that the packet take less time 
to reach its destination in case of BMAR protocol as compare 
to other protocols. In case of GPSR, delay first decreases with 
increase in simulation time but after some time it starts 
increasing with time.  

Throughput of all the protocols is calculated with the change 
in simulation time. Graph 6 shows the performance of all the 

routing protocols. 
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Graph 6: Throughput change with Simulation Time 

From Graph 6, we can analyze that more packets or data is 
reached in a given time period in case of BMAR routing 

protocols as compare to other existing routing protocols. 
Graph 6 shows the highest peak for BMAR and lowest for 
GPSR. For GPSR, the throughput is almost negligible in 
comparison to other protocols. AMAR and BMFR perform 
well in terms of throughput but BMAR outperforms all 
protocols.  

6. CONCLUSION 
We simulated routing protocols like GPSR, AMAR, BMFR 
and BMAR on NS2 and compared their performances. For 
comparison, we selected three metrics: packet delivery ratio, 
average end-to-end delay and throughput. We have considered 
two parameters i.e. number of nodes and the simulation time 
for changing the simulation set up. For both set ups, we 

simulated and compared all the routing protocols and found 
that BMAR outperforms all the compared routing protocols. 
Its packet delivery ratio is highest and delay is lowest. It 
delivers the maximum packets accurately to the destination 
node within no time. Throughput of BMAR protocol is also 
highest in both the simulation scenarios which shows that 
maximum data is transmitted by BMAR in a given time 
period. We need to develop some more efficient routing 

protocol as VANET has main usage in safety related 
applications so message should reach the destination without 
any delay. 
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