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ABSTRACT
With a boost of mobile devices in today’s era, Mobile Ad Hoc Network has become an essential part and has gained an interest of researchers. It is a collection of self-organizing and adaptive mobile nodes or devices that works without fixed infrastructure where every single mobile node work as an end device and as well as router to move forward the data packets. As MANET is of highly dynamic in nature, the mobile nodes moves openly and freely and change their positions very often. This paper emphasis on various on-demand routing protocols. A critical overview of each protocol is also provided on the basis of the related work done in this area. We also tabulate the comparative analysis of these protocols on the basis of various parameters.
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1. INTRODUCTION
Wireless networks are having huge attention mainly developed in two types: Infrastructure mode and Infrastructure less or Ad-hoc mode. In first one, Access Points [AP] are used for communication between nodes. They help in forwarding data from node to node. While in Ad-hoc or Infrastructure less mode it works without Access point or centralized device. So each and every node is capable of doing both the jobs i.e. to forward data and also to transmit their own data [1]. MANET comprises of mobile components in a wireless network. These mobile nodes are having short range of transmission so nodes seek the support of their neighboring nodes to forward the data packets [2, 13].

The topology of MANET is much more dynamic as compared to the internet i.e. a wired network. So the protocols that are used in wired network will not be suitable for this network [3]. Due to this kind of nature the protocol must not require too much effort to establish a connection. Despite of having a single path the protocol should have multiple paths between the source and the destination. Due to the dynamic nature congestion is likely to occur on some routes in the network scenario so the protocol may acquire other route for communication. If one link has blocked or failed due to leaving of a node or any other cause communication should be continued with other links (if available). The path acquired for communication should be free from loop otherwise the data sent through that path may get stuck in that loop and will never reach to its destination. So the protocol should be designed in a way that hides all the complexity of the communication mechanism and provides an easy interface to the user.

MANET works best in the situation of emergency like natural disasters, military, etc. due to its minimal configuration, easily development and without centralized governing structure. [4]. Each and every node in the network discovers the path by RREQand RREPpackets [5]. The resource (bandwidth, battery power and memory space) availability is the major issue in this kind of network. Because the nodes or mobile devices are mainly battery worked so battery power is the primary issue. Instead of searching a new path and to retransmit a data packet, nodes also consume battery power in data transmission. So power management should be main concern.

Each and every node is responsible for two types of jobs. One is as an intermediate node to forward data to another node and also as a source node for transmitting its own particular data[1].

2. ROUTING PROTOCOLS
Mainly routing protocols are categorized into three types:

- Table driven or Proactive routing protocols
- On demand or Reactive routing protocols
- Hybrid routing protocols

2.1 Table-Driven or Proactive Routing Protocols
In this kind of routing when any network is going to establish or joining or removing of any node happens, the information about that node is transferred to all the neighboring nodes in the network so these keep them aware of any change that will occur. For this purpose these protocols maintain a table regularly about every node's information in the network. After a fixed time each node updates the position or current information connected to the nodes to the other succeeding nodes. As a result all the nodes are having updated information about the routes so data packets can be sent from any node at any time. This kind of routing scheme results in less efficient use of the resources as resources are utilized in maintaining routes instead of data transfer. Routes are almost congested so data packets suffer from retires that lead to delay in the communication. These kinds of protocols are not well suited to work in the network where the changes are occurring continuously and rapidly because updation of the nodes results in overhead and data packets suffer from less preference. In other words, these kinds of protocols will work well where the resources are in good amount and during communication nodes will show less movement. These protocols are having some advantages also like:

- Every node is having its own routing table that makes aware of the path to be selected.
- Quick recovery of the route is possible by adopting alternate path.
- Nodes can choose the best possible path from the available multiple paths between source and destination.

Various proactive routing protocols are available like: DSDV, OLSR, FSR, TBRPF, STAR and WRP.
2.2 On Demand or Reactive Routing Protocols

It has been seen that Proactive routing protocols are facing the problem of extreme traffic load because of the regular updation of the entries in case they are having need of it or not.

So that problem is overcome in Reactive routing that reduces the traffic up to a great extent because it will update the table only when there is a need of it rather than of regular updation. It starts finding path between source and the destination only when there is a need of finding it that’s why it is also called On-demand routing. Reactive routing consumes less bandwidth as there is no need of regular updation of the table entries.

In this kind of routing, paths are only made when it is demanded by the source, only then a node will start route discovery process. After that route maintenance procedure is started until route is not farther mandatory. Reactive routing protocols were designed with the purpose to reduce overhead.

Various kinds of routing protocols are: AODV, DSR, TORA, ABP, CBRP, LAR, ABR, and SSR.

2.3 Hybrid Routing Protocols

Proactive routing protocols using too much bandwidth to maintain the information of the routes whereas Reactive routing are having long route request delays. So with the purpose to address the problems of both the approaches ZRP was designed. ZRP is known as hybrid routing protocol because of having the properties of both the techniques.

3. ON-DEMAND ROUTING PROTOCOLS

3.1 Ad-hoc On-demand Distance Vector (AODV)

As the name implies AODV is a protocol mixture of two techniques that are on demand using hop by hop routing and distance vector using destination based sequence numbers so it combines both the properties of DSR and DSDV protocols [2, 6]. It discovers route when there is a need of it generating a route request [RREQ] via a route discovery process rather than to maintain routes from each node to all other nodes. The intermediate nodes will forward RREQ. When request reaches to the destination it will create reverse route by generating route reply [RREP] message. From source to the destination each and every node works in hop by hop state as opposed in the source routing[the entire route] [3, 6, 7]. AODV handles one entry per destination based on traditional routing tables. When repairing link breakages it provides loop free routing. The salient feature of AODV is it provides communication in unicast, multicast and broadcast. Same as DSR this protocol uses the mechanism of discovering and maintaining of route to sustain a route. Whenever a source node has to transmit information to the destination it will check its own routing table to know whether the route exists or not, if the route does not exist then it will create a request that will hold the information regarding the source address, destination address, destination sequence number, broadcast ID and hop count. A RREQ message is distinctly identifiable by its source address and broadcast ID. Different categories of messages are used to perform the route maintenance to maintain the route: route error message, hello message and route time out message. If any message fails in the route then route error message is created. The purposes of hello messages are to maintain the link between the nodes. So it avoid the forward and in reverse pointers from termination. Respectively the third message is used when for a certain time there is no activity on the route and the time will be out for route pointers at the intermediate nodes. For those nodes link will be deleted. Routes [8] that are not in the use will be deleted from the table. The sequence number will avoid loops in the routing. AODV [9] will discover and maintain any route only if two nodes wants to interact with each other. The basic difference between DSR and AODV is that each packet in DSR holds the complete information of routing as opposed to AODV where the packet holds only the destination address, so it results in fewer overhead than DSR. In AODV another variance is that the route reply will hold the address of every node in the route but in AODV the route reply will carry both destination address and the sequence number.

Benefit of AODV is that it is suitable for extremely dynamic environment or network, but the nodes may experience long delays while construction of routes and due to failure in links node could create another route by hop state as opposed in delays and will utilize more bandwidth when the size of the network will increase. For [11] a single route request there will be more route reply messages so it will results in overhead. Another disadvantage leads to more utilization of bandwidth due to periodic hello messages.

3.2 Dynamic Source Routing (DSR)

DSR is a kind of protocol that follows the procedure of source routing. In this the sender has the whole information between source to destination (hop by hop). Route cache is responsible for storing the information of routes. In this protocol first the sender node will check the route in the cache that wish to send data to some destination. If that route is not available in the cache then it will start route discovery process by generating a RREQ. This route holds the source node’s address, destination node’s address and unique ID number. Every node who receives the packet(data) checks if it knows the route to the destination, if no then adds its own address to the data packet then forward this packet with its outgoing links[2,12]. It is not using any periodic “hello” messages like in AODV so it reduces the bandwidth overhead also saves battery power. There are two techniques on which working of DSR is based are: Route discovery and Route maintenance. Both techniques work collectively to permit nodes to discover and preserve routes from sender to receiver. When the receiver node receives RREQ, it will create RREP message to the sender in return, in case of a new message to the destination. The RREP holds basically the source route so after evaluating the source that is in the RREP packet; the sender knows the whole path to the destination and will store this in its cache for future use [3]. There are various advantages of DSR as it provides fast and easy recovery from breakage of links because source node already knows another path. Another advantage is that loop in routing will not occur. This protocol does not sustain a table so it will work well in large network where nodes are moving continuously. Another advantage is route cache of nodes are able to store various routes it means before creating route discovery the source node will check its route cache for a legitimate route and if that route found so there will be no need for route discovery procedure[14].

3.3 Temporally Ordered Routing Algorithm (TORA)

TORA is a highly flexible, adaptable and powerful distributed routing protocol. It is built on the technique of link reversal to work in highly dynamic network. It finds various routes between the source and the destination. The protocol is mainly responsible for these tasks: Route creation, Route maintenance and Route erasure[3]. This protocol maintains various routes
between source and destination so failure of any node will not affect the routing process, node can quickly switch to another route. To commence routing process, QRY packet will be transmitted from source to its neighbor and again QRY will be transmitted over the network until either it achieves the destination or the middle node having path to the destination. Then UPDATE packet will be transmitted by receiver of the QRY packet, that packet contains its height towards the destination. Each node’s height will be set according to the value that is greater than the height of the neighbor node and then broadcast this packet. In the case node is having no neighbor of fixed height then it will find new route towards the destination. In case of network partition node generates a CLR packet to reset of routing in the network. [7].

4. RELATED WORK
Many researchers provide comparisons between different types of routing algorithms. Some of the following are mentioned here. In [7] a comparative analysis to measure the performance of protocols AODV, DSR, and TORA on the basis of their characteristics, benefits and limitations was carried out. They have compared the protocol on the basis of various parameters. After analysis the performance was traced out to be more stable with low traffic. TORA was more efficient during the packet delivery. AODV keeps on improving at faster speeds and with denser mediums. It is better in route updating and maintenance process. In [11] a comparison between reactive and proactive protocols has done based on Quality of Service. As a result, DSDV was few nodes comprising of low mobility. DSR was preferable for moderate traffic with moderate mobility but if the traffic is more and nodes are dense AODV performs better so AODV performs optimally well. In [14] the routing protocols and their performance are considered to be the major section for concern by assuming the protocols based upon routing topology. Enlightened further it is with respect to both reactive [AODV, DSR] and proactive [DSDV] utilized for the study. By concluding it has been observed that among all the three protocols AODV is highly efficient and in comparison with reactive based protocols and proactive based protocols the first one is absolutely acceptable for the metrics [PDR, Throughput, and E2E Delay]. In [15] DSDV protocol is compared with AODV and DSR. The later protocols performed better under high mobility situations than first one. AODV and DSR delivered nearly 85% of packets regardless of mobile rate when compared with DSDV and also showed high average E2E delay. In [16] performance analysis was done on prominent protocols AODV, DSR, DSDV and OLSR. As a result DSR was termed the best protocol in terms of average PDR. In [17] a routing protocol AODV_V based on AODV was proposed. The proposed protocol show better performance compared to normal AODV.

DSR works relentlessly great when the issue is related with wireless ad-hoc networks analyzed in [18]. By concluding it can be stated as the efficiency factor was most promising. Another benefit of DSR is it adapts any network without being particularly having a specific infrastructure. In [19] the authors concentrate on minimizing the factors such as network load, E2E delay and data packet loss in AODV and proposed a new algorithm based on AODV. In that the performance metrics were evaluated with no. of transfers. With the increment of no. of nodes the new advanced AODV performed well. In [20] the analysis of performance of wireless routing protocols was described based upon ROH, Throughput, E2E delay and PDR and proposed MRP[Mixed Routing Protocol]. The authors have compared MRP with various protocols like AODV and DSR and then TORA and DSR using NS2 Simulator. As a result MRP worked better than other routing protocols.

A comparative analysis between all routing protocols AODV, DSDV, DSR and OLSR is done in [21] representing their performance on various metrics like throughput and PDR. It is concluded that throughput results as OLSR was the best for both cases of no. of nodes. So they performed better than reactive protocols. These routing protocols show consistency in their throughput values. OLSR was rarely affected by changes in halt time or no. of nodes. Whereas the maximum effect of change in halt time was seen in DSR.

5. A COMPARATIVE ANALYSIS
The table-1 provide a comparative analysis of the three On demand routing protocols AODV, DSR and TORA based on the various parameters like technique used, mobility, loop free, multiple paths etc. The analysis shows that in case of routing overhead DSR works the best whereas in case of high mobility both AODV and TORA will show good performance and provides multicast routing, on the other hand in the similar conditions DSR provides only unicast. In DSR, there exits multiple paths while, in AODV and TORA only single route available from source to destination. Bandwidth utilization in DSR and TORA is less than AODV. All the three protocols are free from loop.

<table>
<thead>
<tr>
<th>Parameters</th>
<th>AODV</th>
<th>DSR</th>
<th>TORA</th>
</tr>
</thead>
<tbody>
<tr>
<td>Source Routing</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
</tr>
<tr>
<td>Overhead</td>
<td>Less</td>
<td>Less than AODV</td>
<td>Most</td>
</tr>
<tr>
<td>Mobility</td>
<td>Good performance in high mobility conditions</td>
<td>Low performance in high mobility conditions</td>
<td>Good performance in high mobility conditions</td>
</tr>
<tr>
<td>Technique</td>
<td>Unicast and Multicast</td>
<td>Mainly unicast</td>
<td>Multicast</td>
</tr>
<tr>
<td>Multiple paths</td>
<td>No</td>
<td>Yes</td>
<td>No</td>
</tr>
<tr>
<td>Sequence no. used</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Utilization of bandwidth</td>
<td>More</td>
<td>Less</td>
<td>Less</td>
</tr>
<tr>
<td>Free from loop</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
</tbody>
</table>

6. CONCLUSION
This paper presents the overview of various on-demand routing protocols, their benefits and limitations. Their comparative study has shown in tabulated form on the basis of different parameters. In case of routing overhead DSR algorithm shown best performance in providing multiple paths, however, in high mobility the other algorithms shown better performance in providing single path. DSR and TORA shown better performances in bandwidth utilization compare to AODV. DSR provides unicast and the other protocols provide multicast routing. As in MANET the system topology is frequently changes with the time. Due to this characteristic of MANET it is hard to maintain the quality of service in the mobile ad hoc networks. Many routing protocols have been proposed till now, but still there are many challenges in the old routing protocols.
and these challenges creates a large scope to the future work for the development of powerful routing algorithm that will provide enhanced quality of service as well as satisfy all other metrics of the routing.
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